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Komn’otepHi Mepe:xi: MeToauuHi pekoMeHJAlil [uis caMocCTiiiHOT poOoTu ans 3100yBadiB
nepioro (6akanaBpchKOIro) piBHS BUINOI OCBITH raiysi 3HaHb A "Ocsita" cnemianbHocTi A4.09
«Cepenns ocsita (Inpopmaruka)» neHHoi Ta 3aouHoi ¢opmu HaB4yaHHA / yki. Hoposii A.D.
beperose: 3akapnarcekuii yropebkuii yHiBepcutet iM. depenta Paxomi 11, 2025. 46 c.

3aTBep/HKEHO /10 BUKOPUCTAHHS Y HaBYAJIBHOMY IpOILIeci
Ha 3aciJlaHHi kadeapu MaTeMaTHKH Ta iHpopMaTuku YHiBepcutery Pakorri
(mpotokon Ne 4 Bin «28» nucronana 2025 poky)

Vknamaui:
Aoam JIOPOBIII — npoktop ¢inocodii, gomeHT kadeapu maTeMaTHKH Ta 1HGOPMATHKH
3aKkapnaTchKoro yropcbkoro yHiepcutery imeni ®@epenna Pakomi 1.

HaBuanbpHO-MeTOMYHE BUAAHHS PO3POOIICHE 3 METOIO 3a0e3MeueHHs 3/100yBaviB BUINOI OCBITH
METOJAMYHUMH PEKOMCHJIAIISIMH IIOA0 BHUKOHAHHS CaMOCTIMHUX pOOIT 3 JUCHUILIIIHU
"Komm’torepHi Mepexi". MeToauuHi pekoMeHJamii MOKJIMKaHI JOMOMOITH 3100yBauam
OTIaHYBaTH OCBITHIO KOMITIOHEHTY Ta MICTATh 3aBAaHHS JJI1 KOHTPOJBHHX poOiT. MeTomuyHi
pexkomeHaamii po3paxoBaHi Ha 3100yBadiB JEHHOI Ta 3a04HOi (OpMH HaBUaHHS TEPIIOTO
(6akanaBpCHKOTO) piBHS BHINOI OCBITH, IO HaBYAKOThCA 3a crerianbHICTIO A4.09 «Cepenus
ocBiTa (IHpopmaTuka)». MeToauuHi PEKOMEHIAIll BKIIOYAIOTh TEMATUKH 0 CaMOCTIHHHX
poOIT, epeik peKOMEHIOBaHUX JDKEPEN Ta TECTOBUX 3aB/IaHb JIJIsl CaMOaHai3y.



Szamitégépes halézat: modszertani ajanlasok 6ndlld munkadhoz az elsdé (alapképzés) szintii
felsdoktatasi hallgatok szdmdra az A ,,Oktatds” tudomanyteriilet A4.09 ,, Kozépfoku oktatas
(Informatika)” szak nappali és levelezd tagozataihoz / Gsszeallitotta: Dardci A. Beregszasz:
I1. Rékoczi Ferenc Karpataljai Magyar Egyetem, 2025. 46 oldal.

Az oktatési folyamatban torténd felhasznalasat jovahagyta
a II. Rakoczi Ferenc Karpataljai Magyar Egyetem Matematika és Informatika Tanszéke
(2025. november 28., 4. szamu jegyzOkonyv).

A modszertani utmutatot Osszeallitottak:
DAROCI Adam — PhD, a II. Rakéczi Ferenc Karpataljai Magyar Egyetem Matematika és
Informatika Tanszékének docense.

A kiadvany célja, hogy modszertani ajanlasokat nyujtson az ,,Szamitogépes halozatok”
tantargybol végzendd 6nallé munkakhoz. Az Gtmutatd segit a hallgatoknak elsajatitani az adott
tantargyi komponens anyagat, és ellendrz0 feladatokat is tartalmaz. A moddszertani ajanlasok a
nappali és levelezd tagozatos képzésben részt vevd hallgatoknak késziiltek, akik az ,,A Oktatas”
tudomanyteriilet A4.09 ,,K6zépfokt oktatds (informatika)” szakjan tanulnak alapképzésben. Az
utmutatd tartalmazza a kiilonb6zé 6nalld munkék témakoreit, az ajanlott forrasok jegyzékét,
tovabba onellendrzésre szolgald tesztfeladatokat.



3MICT

TEMATUYHWIA NNIAH AUCLUNAIHU

TEMATUKA ANCLIUNAIHN:

METOAWNYHI BKA3IBKM A0 CAMOCTIHHOIO BUBYEHHA TEM TA MUTAHHA 419 CAMOKOHTPO/IIO

TECTW ANA NPOBEAEHHA CAMOKOHTPO/IIO

PEKOMEHOOBAHI AXXEPENA IHGOPMALLII

TARTALOM

A TANTARGY TEMATIKUS ATTEKINTESE

A TANTARGY TEMATIKAJA

MODSZERTANI UTMUTATO A TEMAK ONALLO TANULMANYOZASAHOZ ES ONELLENORZO KERDESEK
TESZTFELADATOK ONELLENORZESHEZ

AJANLOTT SZAKIRODALOM

13
45

13
45



TEMATUYHUH IIJIAH JUCLHUIIJITHA

«Komm’rorepHi mepexi»

AHoTtarmisg

Huciumnnina «KoMm’roTepHi Mepexi» copsiMoBaHa Ha (opMyBaHHS Y
CTYJIEHTIB CHUCTEMHOTO PO3YMIHHS MPUHUUIIB MNOOYJAOBH Ta (PYHKIIOHYBaHHS
Cy4acHUX MEPEKEBUX TEXHOJIOTIM, MoOJAeNe 1 TpOTOKOoJiB. Y  Kypcl
pO3rIsAat0ThCsl 0a30B1 TEOPETUUHI OCHOBU MEPEK, apXITEKTypa Ta piBHEB1 MOENI
(OSI, TCP/IP), ¢i3uunHi # KaHaJbHI METOAM Tiepenayl JaHuX, ajJrOpUTMHU
MapuipyTH3alii Ta IPOTOKOJM TPAHCTIOPTHOTO PiBHS. 3HAYHA yBara MpUJIIISETHCS
MUTAHHSAM ajipecallii, KepyBaHHs TpadikoMm, Oe3MeKh B Mepekax, TEXHOJOTISIM
BIpTyasmizallii Ta Cy4aCHUM IiIXoJaM 10 ToOyJ0BH JaTa-IIEHTPIB 1 MPOrpamMHO-
koH(pirypoBannx wmepexxk (SDN). Ilpaktuyna ckimamoBa Kypey 3abesmnedye
OBOJIOJIHHS CTyACHTaMHU HaBUYKaMH HaJAIITYyBaHHSI Ta aAMIHICTPYBaHHS
JOKaJbHUX 1 TIJIO0AJbHUX MEPEXK, BHUKOPUCTAHHS €MYJATOPIB (HAMpUKIAJ,
Mininet) Ta iHCTpyMeHTIB socket-porpaMmyBaHHS.

Mera

Meroto BuBYeHHs aucHUIUIIHK «KOMIT'IOTepHI Mepexi» € Ha0yTTs
CTYJIEHTaMH T€OPETHUYHUX 3HAHb 1 MPAKTUYHUX YMiHb, HEOOX1THUX JJIS:

. PO3yMIHHS MPUHIIUIIB MOOYI0BU Ta (PYHKIIOHYBAaHHS KOMI FOTEPHHUX
MepeX PI3HUX PIBHIB 1 TOMOJIOTIH;

. OBOJIOIHHSI CYYaCHUMHU MEPEXKEBUMHU MPOTOKOJIAMH Ta TEXHOJIOT1SIMU
MapuipyTH3allii, aapecariii, TpPaHCIIOPTHOT'O 0OCIIyTrOBYBaHHS JIaHUX;

. 3aCBOEHHSI METOIB 3a0e3leueHHs SKOCTI CEpBICIB Ta MEpEekKeBOl
Oe3meKy;

. dbopMyBaHHS TMPAKTHYHUX KOMIETEHTHOCTEW y HaJlalTyBaHHI,
JIarHOCTHIII Ta YNPaBIiHHI MEPEKEBUMH CUCTEMaMU;

. MiATOTOBKH 70  TOMANBIIOTO  MPOQPECiHHOTO  BUKOPUCTAHHS

MEpPEXKEBUX TEXHOJIOTIH y rajly31 IHPOPMATHUKH Ta CYMIKHUX cepax.

Hucuumuiina popmye Taki KomnereHTHocTi 3a OIII:

®K17 3paTHICT 3aCTOCYBATH HAyKOBI METOJM IMI3HAHHS B OCBITHHOMY
porieci.

®K20 31aTHICTF BAKOPUCTOBYBATH 1HHOBAIIT y IpodeciiiHiil A1sIbHOCTI.

®K?27 3paTHICTH 3aCTOCOBYBaTH B MpodeciiiHii AiSILHOCTI XMapHI Ta
MepexeBl 1H(OopMalliiiHl TEeXHOJIOTi, Ccy4acHI MOBHM IIpOrpaMyBaHHS 1 IaKeTH
MPUKJIAHUX TTPOTPaAM.

[IporpamMHi pe3yabTaTH HABUYAHHS:

ITPH2 BpaxoByBaTu 0COOIMBOCTI HaBYaHHS MOBOIO KOPIHHOTO HApPOIY YU
HAI[IOHAJbHUX MEHIIMH Y KpaiHU MiJ yac HaBUYaHHS 1H(HOPMATUKH.

ITPH3 BinbHO CHUIKYETHCS JEpKABHOKO Ta 1HO3EMHOK MOBaMH IpHU
o0roBopeHHi mnpodeciiHuX nuTaHb B Taly3l NEJaroriku, MaTEeMaTHUKWUTa
1H()OPMATHKH.



ITPHS8 ®opmyBaTu B y4HIB YSBJICHHS PO MaTeMaTUKy Ta 1HPOPMATUKY Ha
OCHOBI1 Cy4aCHUX HAYKOBHX JIOCSITHEHb.

ITPH10 BukopuctoByBaTu I1udpoBl TpHCTOpoi, ix 0a30Be MporpamHe
3a0€3MeUeHHs, MPaIOBAaTH 3 ONEPAIMHUMU CHUCTEMaMHU, OHJIAWH CEpBICaMH,
3acTOCyHKamH, (haiijamu, Mepexero [HTepHer.

IIPH19 [InanyBatu HaBYajabHI 3aHATTS HAa OCHOBI MOJEIBHUX HaYaJIbHUX
IporpaM Ta 3aCTOCYBAaHHS Y HUX (PYH/IaMEHTAJIbHUX 3HaHb 3 1HPOPMATHKHU.

ITPH21 3aTHICTh pO3B'A3yBaTH TUIIOBI 33a4l 3 IHPOPMATHUKHU.

ITPH22 JlemoHCTpyBaTH 3HAHHS 3 OCHOBHHMX pO3JUIIB MaTeMaTHKU Ta
1H(OPMATHKH.

ITPH24 Po3p’s3yBatd 3ajadi  PI3HUX PIBHIB CKJIQJAHOCTI HIKUIBHOI
1HpopMaTHKH.

IMPH31 YMiHHS OpoAEeMOHCTPYBAaTH 3HAHHS Ta PO3YMIHHS Ha 0a30BOMY
pIBHI €JIEMEHTIB TEOPETUYHOI 1H(POPMATUKH (TE€Opii aIrOPUTMIB, TeOpIi
KOJyBaHHS, CTPYKTypax JaHHWX, Teopli MOB MPOTpaMyBaHHS, apXITEKTypi
KOMIT'IOT€pa, YHCEIbHUX METOMIB, KOMIT' IOTEPHHX MeEpexkax, 0a3 JgaHux),
CIpUiiMaTH Ta PO3YMITH POJIb MOJENICH Ta TEOpid B PO3BUTKY 1H(MOPMATHKU Ta
(dbopMyBaHHI THYYKOTO MUCJICHHSI.

TEMATHUKA JUCIHUIIJITHUA:
Tema 1. Berymn 1o mobynosu [HTepHETY, MOIEh PIBHIB
Tema 2. @®i3nyHul piBEHb: OCHOBH, CAMOCHHXPOHI3YIOUl KO1u, 0a3oBa
CMyTa, IMUPOKOCMYTOBUH 3B’ 30K
Tema 3. KananpHuil piBeHb: BUSBICHHS Ta BUIPABICHHS NOMWIOK,

BificTaHb XemMiHra, 0siokoBi koau, CRC, MiCISIKOpEKIiis MOMMIOK, MPOTOKOJI
3MIHHOro 0iTa, KOB3HI BiKkHa, miapiBeHb MAC, cTaTuyHe MYJIbTUIUIEKCYBaHHS,
JMHaMIYHE BUJIUICHHS KaHATy, TPOTOKOJH 3 KoJizisaimu, Aloha, CSMA, npoTokosu
0e3 koumi3iid, oOMexxeHne 3maranss, Ethernet, 3’enqnanns nokansHux mepex (LAN)

Tema 4. MepexeBuii piBeHb: Link-State Routing, Distance-Vector
Routing, RIP, IGRP, OSPF, mixkxaBTonHomHa Mapmipytu3aiis (InterAS), BGP, 1P-
anpecarris, CIDR, ARP, IPv6, DHCP, IPSec, VPN

Tema 5. TpancnoptHuit piBeHb: MynbTHILIEKCyBaHHs, TCP, Tahoe,
Reno, CUBIC, AIMD, edexruBHicTb, cipaBeumuBictb, ECN, DCTCP, AQM
Tema 6. MepexeBi 3acTOCyBaHHS: MPOTPAMyBaHHS 3 BHUKOPHUCTAHHSIM

COKETIB, MepexeBuil emynsatop (Mininet)
Tema 7. [Tpuknagauit piseas: DNS, Email, WWW, P2P

Tema 8. besneka Mepex: mM@ppyBaHHS, MIKMEPEKEBl EKpaHU
(firewalls)
Tema 9. Ornan, HOBI TeHAeHUIi: nara-ueHtpu, SDN, BipTyamizanis,

NFV



A TANTARGY TEMATIKUS ATTEKINTESE

»Operacios rendszerek”

Tantargyleiras

A ,,Szamitogépes halozatok™ tantargy célja, hogy a hallgatok
rendszerszemléletli ismereteket szerezzenek a korszerli halozati technologiak,
modellek és protokollok felépitésérdl €és miikodésérol. A kurzus targyalja a
halozatok elméleti alapjait, architektirajat és referenciamodelljeit (OSI, TCP/IP), a
fizikai és adatkapcsolati rétegbeli adatatviteli modszereket, a forgalomiranyitasi
(routing) algoritmusokat, valamint a szallitdsi réteg protokolljait. A tantargy
kiemelt figyelmet fordit a cimzés, a forgalomszabdlyozas ¢€s a halozatbiztonsag
kérdéseire, tovabba a virtualizacids technoldgidkra, valamint az adatkézpontok és a
szoftvervezérelt haldzatok (SDN) kiépitésének korszeri megkozelitéseire. A
kurzus gyakorlati része biztositja a lokalis és globalis halozatok beallitasahoz és
Mininet) haszndlatat és a socket-programozas alapjainak megismerését.

A tantargy célja

A tantargy oktatasanak célja azon elméleti tudéas €s gyakorlati készségek
megszerzese, amelyek sziikségesek:

a kiilonb6z6é szintli €s topoldgidja szamitogépes halozatok felépitési és
miikodési elveinek megértéseéhez;

a korszer(i halozati protokollok, valamint a forgalomiranyitasi, cimzési és
adatszallitasi technologiak elsajatitasahoz;

a szolgaltatdsmindség (QoS) €s a halozatbiztonsag biztositdsi modszereinek
megismerés¢hez;

a halozati rendszerek bedllitasaban, diagnosztikajaban és menedzselésében
valo jartassdg megszerzéséhez;

a halozati technologidk késObbi professzionalis alkalmazasdhoz az
informatika ¢és a kapcsolodo szakteriileteken.

A tantargy az alabbi szakmai kompetenciak (SzK) Kkialakitasat
szolgalja:

SzK17: Képes a tudomanyos megismerés modszereinek alkalmazasara az
oktatasi folyamatban.

SzK20: Képes innovaciok alkalmazasara a szakmai tevékenység soran.

SzK27: Képes a felhd- €és halozati informacios technoldgidk, a korszerli
programozasi nyelvek és alkalmazéi programcsomagok szakmai alkalmazasara.

Tervezett tanulasi eredmények (TTE):

TTE2: Az informatika oktatdsa soran figyelembe veszi az §shonos nép vagy
Ukrajna nemzeti kisebbségei nyelvén torténd oktatds sajatossagait.

TTE3: Szabadon kommunikal allamnyelven ¢és idegen nyelveken a
pedagogia, a matematika és az informatika teriiletét érintd szakmai kérdések
megvitatasa soran.



TTES8: A korszer(i tudomanyos eredmények alapjan alakitja ki a tanulékban
a matematika és az informatika fogalomrendszerét.

TTE10: Képes digitalis eszk6zok ¢és azok alapvetd szoftvereinek
haszndalatdra, operacios rendszerek, online szolgaltatasok, alkalmazasok, fajlok és
az internet kezelésére.

TTE19: Képes tanordk tervezésére a mintatantervek alapjan, alkalmazva
azokban az informatika alapvetd ismereteit.

TTE21: Képes tipikus informatikai feladatok megoldésara.

TTE22: Ismeretekkel rendelkezik a matematika €s az informatika fObb
tertileteirdl.

TTE24: Képes kiilonb6zd nehézségi szinti iskolai informatikai feladatok
megoldasara.

TTE31: Képes alapszintii ismeretek ¢s megértés demonstralasara az elméleti
informatika elemei (algoritmuselmélet, kodelmélet, adatstruktirdk, programozasi
nyelvek elmélete, szamitdogép-architektirdk, numerikus modszerek, szamitogépes
halozatok, adatbazisok) terén, valamint a modellek ¢és elméletek szerepének
felfogédsara az informatika fejléddésében €s a rugalmas gondolkodas kialakitdsaban.

A TANTARGY TEMATIKAJA

1.  Bevezetés az Internet felépitésébe, réteg-modellek
2.  Fizikai réteg: alapok, dniitemezd kodok, alapsav, szélessav
3.  Adatkapcsolati réteg: hibafelismerés ¢€s javitds, Hamming tavolsag,

blokk kodok, CRC, utélagos hibajavitds, alternald bit protokoll, csuszd ablakok,
MAC alréteg, statikus multiplexalas, dinamikus csatornafoglalas, kollizio alapt
protokollok, Aloha, CSMA, versenymentes protokollok, korlatozott verseny,
Ethernet, LAN-ok 0sszekapcsoldsa

4.  Halozati réteg: Link-State Routing, Distance-Vector Routing, RIP,
IGRP, OSPF, InterAS routing, BGP, IP cimzés, CIDR, ARP, IPv6, DHCP, IPSec,
VPN

5. Szallito1 réteg: multiplexalas, TCP, Tahoe, Reno, CUBIC, AIMD,
hatékonysag, fairness, ECN, DCTCP, AQM

6.  Halozati felhasznalasok: socket programozas, halozat emulator
(Mininet)

7. Felhasznaloi réteg: DNS, Email, WWW, P2P

8. Halozatok biztonsaga: titkositas, tlizfalak

0. Kitekintés, 0j trendek: adatkozpontok, SDN, virtualizacid, NFV



METOJIWYHI BKA3IBKH JJO CAMOCTIHHOI'O BUBUEHHSI

TEM TA IMTAHHA 1151 CAMOKOHTPOUJIIO /
MODSZERTANI UTMUTATO A TEMAK ONALLO

TANULMANYOZASAHOZ ES ONELLENORZO KERDESEK

Tema 1. @i3uuHMii piBeHb: 0CHOBH, CAMOCHHXPOHI3yI04i K01H, 0a30Ba il
IIMPOKOCMYI0Ba Iepenaya

Téma 1. Fizikai réteg: alapok, onszinkronizalo kodok, alap- és szélessavu
atvitel

OcHoBHu ¢iznunoro piBus / A fizikai réteg alapjai. Ornsza poni ¢isuuHOrO piBHA B
mozem OSI: nmepenaBanHs «cupux» O1TiB, KOJyBaHHS Ta BHOIp cepenoBuma. Fizikai
réteg feladata a nyers bitek tovabbitasa, a kodolasi modszerek és a kozegvalasztas
attekintése.

Camocunxpomisyoui koaun / Onszinkronizalo kédok. ITosicHiTs, o Take
CaMOCHHXPOHI3YIOUHI KOJI Ta ISl 4YOTO BiH BUKOPUCTOBY€EThCA. Li Kou 103BOMSIOTH
OJIep’KyBady MPaBUILHO CHHXPOHI3YBaTH Yac Ta po30UTH MOTIK OITiB Ha KOJOBI cllOBa
0€3 30BHINIHKOTO TaliMepa (HAIPUKIIA, MAaHIECTEPChKUI KON). Az onszinkronizalo kodok
olyan kodok, amelyek a jelvaltasok révén lehetové teszik a vevo szamdra az orajel
kinyerését és a bitek helyes keretezését kiilon kiilso idozito nélkiil (pl. Manchester-kod).
Ba3zoBa cmyra (baseband) Ta mmupoxkocmyrosa (broadband) nepegaua / Alapsava
(baseband) és szélessavi (broadband) atvitel. [lopiBusiiTe 6a30By nepenauy, e

G poBi JaHi MepearoThCs Y BUXITHOMY BHUIJISIL, 31 IIUPOKOCMYTOBOIO, 1€ IaH1
MOJIYJTIOIOTHCSI HAa aHAJIOTOBUM Hecyunid curHan. Hasonlitsa 6ssze az alapsavu digitalis
atvitelt és a szélessavi modulaciot: az utobbi analdg vivdjelet hasznal FSK/ASK/PSK
technikdkkal.

Jliteparypa / Irodalom: [1], [5], [7]

Tema 2. KanajibHuii piBeHb: BUSIBJICHHS TA BUNIPABJICHHS IOMHWJIOK,
nporoko.iu ta mepexi Ethernet

Téma 2. Adatkapcsolati réteg: hibaérzékelés és -javitas, protokollok és
Ethernet-halézatok

BusiBjieHHs1 Ta BUNIPaBJIEeHHS IOMMJIOK, BiicTaHb XeMMiHra, 6;10koBi koau, CRC /
Hibak észlelése és javitaisa, Hamming-tavolsag, blokkkédok, CRC. Onuite MmeToau
JI0/TaBaHHs HAUIMIIKOBUX OITIB JIJIsl BUSBJICHHS ¥ BUIIPABJICHHS TOMIJIOK (TTAPHICTb,
KoHTpoJbHA cyma, CRC). Busnaute BifcTanb XeMMiHra i MpUHIUI poOOTH OJIOKOBUX
KOJIIB Ta Koy XeMMiHra. Ismertesse a redundans bitek hozzaadasanak modjait (paritas,
ellenorzo osszeg, CRC), a Hamming-tavolsag fogalmat és a blokkkodok/Hamming-kod
miikodeését.

IIporoko.a 3MiHHOrO 0iTa TAa NPOTOKO./H 3i 3MiHHMM BikHOM / Valtakozo bit és csuszo
ablak protokollok. Po3risiHpTe 3ac00M MOBTOPHOT Mepeiadi micis KOPEKIlii Ta MpOoTOKOJ
13 3MiHHEM OiTOBUM HOMepoM (Stop-and-Wait). [TosicHITS IPUHIIMTTN KOB3HOTO BiKHA Ta
pizHoBuan Go-Back-N 1 Selective Repeat. Ismertesse a hibajavitds utani ujrakiildést és a
valtakozo bites (Stop-and-Wait) protokoll miikédését. Magyardzza el a csuszo ablak
protokoll lényegét, valamint a Go-Back-N és Selective Repeat valtozatokat.

Hinpisens MAC, craTuyHe MyJIbTHILIEKCYBAHHS TA JMHAMIYHE BUAITICHHS KAaHAJLY

/ MAC-alréteg, statikus multiplexelés és dinamikus csatornakiosztas. [ToscHiTs posib
9



niapiBHI MAC y KOHTpOJIi IOCTYIy A0 cepenoBuina. OxapakTepusyiiTe CTAaTUYHY CXEMY
po3ainenHs kanainy (FDM/TDM) ta nunamiuHe BUALICHHS KaHaliB. Magyardzza el a
MAC-alréteg szerepét a kozegelérési vezérlésben. Jellemezze a statikus csatornafelosztast
(FDM/TDM) és a dinamikus csatornakiosztast.

IIporokoan 3 koaizismun (ALOHA, CSMA), nporoxo/iu 0e3 KoJi3iil Ta o00Me:keHe
smaranns / Utkozéses protokollok (ALOHA, CSMA), iitkozésmentes protokollok és
korlatozott versengés. Ornsupre po6oty uncroro ALOHA ta meroniB CSMA/CA #
CSMA/CD. IlosicHIT, TPUHLIKIIN O€3KOI31HHUX MTPOTOKOJIIB (61T-Mara) Ta MpOTOKOJIIB 3
oOMexeHuM 3MaraHHsM. Mutassa be a tiszta ALOHA, valamint a CSMA/CA és
CSMA/CD miikodését. Magyarazza el az iitkozésmentes (bit-térkép) protokollokat és a
korlatozott versengésii eljardsok elvét.

Ethernet i 3’ennanns LAN / Ethernet és helyi halézatok dsszekapcsolasa.
Oxapaxkrepusyiite TexHonorito Ethernet, pi3HoBuau kademiB Ta MIBUAKOCTEH; OMHILITH
MPUHILIMIN 3’ €JHAHHS JIOKAIBHUX Mepex (MOCTH, KOMyTaTOpH, KOHLIECHTPATOPH ).
Jellemezze az Ethernet technologiat, a kabelek és sebességek tipusait, és ismertesse a
LAN-ok osszekapcsolasi modjait (hidak, kapcsolok, hubok).

Jliteparypa / Irodalom: [1], [5], [7]

Tema 3. MepexeBuii piBeHb: MapIPyTH3allisi, aipecania Ta MiATPUMYBaJbHi
NMPOTOKOJIH
Téma 3. Halozati réteg: utvalasztas, cimzés és kapcsolodo protokollok

Astroput™u mapumpyTusanii: Link-State Ta Distance-Vector / Utvalasztasi
algoritmusok: Link-State és Distance-Vector. IlosicHiTs BinminHOCTI: DV 00unciroe
MapuIpyTH Ha OCHOBI iH(popMmairii Bix cyciaiB (Bellman-Ford), Toxi sik LS Oyaye nmoBHy
KapTy MEpexxi Ta BUKOPUCTOBYE anroputm Jleiikctpu. Magyardzza el a tavolsagvektor-
alapu (Distance-Vector) és vonalallapot-alapu (Link-State) algoritmusok kozotti
kiilonbségeket; elobbi szomszédi informdciokra, utobbi a topologia teljes ismeretére épit.
RIP, IGRP ta OSPF / RIP, IGRP és OSPF. Posrnsubre Mmetpuku RIP (hop count) ta
IGRP (kombinoBana metpuka). Oxapaktepusyiire OSPF sk nporokon tumy Link-State:
ctanu cyciacta Ta posib DR/BDR. Ismertesse a RIP (ugrasszam-alapu metrika) és az
IGRP (Gsszetett metrika) miikodését. Irja le az OSPF miikodését: szomszédallapotok, a
DR/BDR valasztasa és az LSA csere.

IP-anpecanisi, CIDR 1a ARP / IP-cimzés, CIDR és ARP. Busnaure [P-agpecy,
npuBaTHI Ta myosiyHi gianazonu. [ToscHiTe koHnemmiro CIDR (/n 3anuc). Onumith
npusHadueHHss ARP: BinoOpaxenns IP-anpec na MAC-anpecu. Hatdrozza meg az IP-
cimet, a privat és nyilvanos tartomanyokat. Magyarazza el a CIDR osztaly nélkiili
cimzest és a /n jelolést. Ismertesse az ARP feladatat: az IP- és MAC-cimek leképezése.
IPv6, DHCP, IPSec Ta VPN / IPv6, DHCP, IPSec és VPN. Oxapakrepusyiite IPv6
(128-6i1, hopmaru, Tumu agpec). DHCP sik cepBic nunamivHoro koHpirypysanHs. [PSec
(mmdpyBanns Ha [P-piBHi) Ta VPN (3axumeni tyneni). Jellemezze az IPv6-ot (128-bites
cim, formatum, cimtipusok). Ismertesse a DHCP-t mint dinamikus konfigurdcios
szolgaltatast. Magyarazza el az IPSec szerepét és a VPN fogalmat.

Jliteparypa / Irodalom: [1], [2], [5], [6], [7]
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Tema 4. TpancnoprHuii pisens: TCP, kepyBanHs nepesantaskeHHsaM i AQM
Téma 4. Szallitasi réteg: TCP, torlasvezérlés és AQM

e MyabstuniexcyBannst Ta ocHoBu TCP / Multiplexelés és a TCP alapjai. fIx
TPaHCIIOPTHUH PiBeHb BUKOPUCTOBYE TIOPTH IS IOCTaBKH JaHUX rporiecam. OCHOBHI
imei TCP: BcranoBnenHs 3’ennanus (three-way handshake) ta vanivinicts. Magyardzza
el, hogyan valositia meg a szallitdsi réteg a multiplexelést portok segitségével. Foglalja
ossze a TCP alapelveit: kapcsolatfelépités és megbizhato atvitel.

e TCP Tahoe, Reno, CUBIC ta AIMD / TCP Tahoe, Reno, CUBIC és AIMD.
OnuiriTh aaropuTMH KepyBaHHs nepeBanTaxeHHsaM (Slow Start, Fast Retransmit, Fast
Recovery). [Tosicuits inet0o AIMD: niHiliHe 3pocTaHHS Ta MyJIbTUILIIIKAaTUBHE
3MmeHIeHHs. Ismertesse a TCP torlasvezérlési algoritmusait (lassu indulds, gyors
ujrakiildes, gyors helyreallitdas). Magyarazza el az AIMD alapelvét: linearis novelés és
szorzos csokkentés.

e ECN,DCTCP 1a AQM (RED)/ ECN, DCTCP és AQM (RED). [1osicHits, sik ECN
CUTHAJII3Y€E Mpo nepeBaHTakeHHs 0e3 BTpaTtu nakeTiB. Orysig RED (Random Early
Detection) sik meToay 3anmo0iranss rio0anbHIA CHHXpOHI3ai. Magyarazza el, hogyan
jelzi az ECN a torlodast adatvesztés nélkiil. Foglalja 6ssze a RED algoritmust (AOM):
véletlenszerii csomageldobas a forrasok szinkronizaciojanak elkeriilésére.

Jliteparypa / Irodalom: [1], [2], [7]

Tema 5. MepexeBi 3acToCcyBaHHs Ta eMyJasTOpU: cokeTn Ta Mininet
Téma 5. Halozati alkalmazasok és emulatorok: socketek és Mininet

e Socket-mporpamyBannsi / Socket-programozas. Buznauenns cokery (IP + mopr) sik
KiHmeBoi Touku 3B’ s13Ky. Tunosi Buknuku API: bind, listen, accept, connect. Hatarozza
meg a socket fogalmat (IP-cim és port kombindcioja). Sorolja fel a socket-programozas
tipikus hivasait: bind, listen, accept, connect.

e MepexeBuii emyasaTop Mininet / A Mininet halézati emulator. [nctpymenT nis
cTBOpeHHs BipTyansHux Tonojoriit SDN. Ilintpumka OpenFlow ta B3aemonis uepes
Python API. Jellemezze a Mininet emulatort: virtualis SDN topologidk létrehozdsa,
OpenFlow tamogatas és Python API-n keresztiili vezérlés.

Jliteparypa / Irodalom: [3], [1], [7]

Tema 6. IIpukiaaaguuii pisenb: DNS, ejekrponna momra, WWW Tta P2P
Téma 6. Alkalmazasi réteg: DNS, e-mail, WWW ¢és P2P

o DNS (Cucrema nomennux imen) / DNS (Tartomanynév-rendszer). [Ipouec pe3omtorii
IMEH: BiJl pEKYPCHUBHOI'O 3alIUTY JI0 aBTOPUTETHUX CepBEPIB. A névfeloldds folyamata a
rekurziv lekérdezéstol az autoritativ szerverekig.

e Euaexrponna momra: SMTP, POP3, IMAP / Elektronikus levél: SMTP, POP3,
IMAP. SMTP s nepenaqi, POP3/IMAP s noctyny n0 ckpuabok. SMTP a levelek
kiildesere, POP3/IMAP a levelek elérésere és kezelésére.

e WWWta P2P/ WWW és P2P. Monens HTTP/HTML. BinMiHHOCTI Mi KITI€HT-
cepBepHoro apxitektyporo Ta P2P (BitTorrent, DHT). HTTP/HTML modell. A kliens-
szerver architektura és a P2P (BitTorrent, DHT) kozotti kiilonbségek.

Jliteparypa / Irodalom: [1], [2], [7]
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Tema 7. be3neka Mepesk: MUPPYBaHHA Ta MiKMepeKeBl eKpaHu
Téma 7. Halozati biztonsag: titkositas és tiizfalak

o IllndpyBanns ta uini 6e3nexn / Titkositas és biztonsagi célok. Kondinenuinicts,
UTICHICTh, aBTeHTUdiKalis. Pi3HuIs mixk cumetpuaaumu (AES) Ta acumerpuuyHumMu
(RSA) xmrouamu. Bizalmassag, integritas, hitelesités. A szimmetrikus (AES) és
aszimmetrikus (RSA) kulcsok kozotti kiilonbség.

o Mixmepe:xesi ekpanu (Firewalls) / Tlizfalak. ®inbTpanis nakeris, CTaHOBA 1HCHEKIIIS
(Stateful Inspection) Ta npokci-cepBepu. Csomagsziirés, dallapotkoveto (Stateful)
ellendrzés és proxy-kiszolgalok.

Jliteparypa / Irodalom: [4], [1], [7]

Tema 8. Orasia Ta HOBI TeHAeHUii: naTa-uenTpu, SDN, Bipryanizauis ta NFV
Téma 8. Attekintés és uj trendek: adatkozpontok, SDN, virtualizacio és NFV

e SDN ta NFV /SDN és NFV. Posninenns Control Plane Ta Data Plane. Biptyamnizaris
mepexeBux Gpynkuiit (NFV) Ha crangapTHomy oOnagHanHi. A vezérlési sik (Control
Plane) és az adatsik (Data Plane) szétvalasztasa. Halozati funkciok virtualizacioja (NFV)
szabvanyos hardvereken.

e Mepexi nara-uenrpin / Adatkozponti haléozatok. MacmraboBanicTs, Leaf-Spine
apxiTekTypa Ta OallaHCyBaHHs HaBaHTaXeHHs. Skdlazhatosag, Leaf-Spine architektura és
terheléselosztas.

Jliteparypa / Irodalom: [1], [2], [3], [7]
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TECTHU JJIsA TPOBEAEHHA CAMOKOHTPOJIIO

OmauMm 31 cmoco0iB  KOHTPOJIFO 3HAHb CTYJIEHTIB, IO JO3BOJISE OIIHUTH
YCHIIIHICT, HaBYaHHS Ta 3a0XOTUTU 1X JIO0 PETYJSIPHOI POOOTH MPOTITOM
CEMECTpY, € KOMIT FOTEpHE TecTyBaHHs. J[Jis caMornepeBipKy MiArOTOBICHO JECATh
BapiaHTIB TECTIB: y KOXXHOMY — BICIM 3aluTaHb, JO SKHX MPOMOHYETHCS IO
TPU/YOTUPH BIJTIOBI/I1, TUIBKK OJIHA 3 KUX MPaBUJIbHA.

Bapianr 1:

1. Illo came nepenae di3uynuit pisers moaen OSI mig yac oOMiHy TaHUMU?
A. Cupi 61Tu curHaiIy yepe3 BUOpaHe cepeoBUIIe

B. Kaipu 3 KOHTPOJIBHOIO CYMOIO TSI BUSIBJIEHHST ITOMHUJIOK

C. Mepexesi naketu 3 [P-anpecariiero

D. CermeHTH NOBIJJOMJIEHb 3 HOMEpPaMU MOPTIB

2. SIxuii 3 METO/IIB BUSIBJISIE IOMUJIKH B JIAHUX, aJI€ HE MOXKE 1X BUIPABUTH?
A. Taputernuii OiT (H07aHHs 61Ta TAPHOCTI)

B. Ko XemMinra i OJ10KIB JaHUX

C. ARQ-1poToko0: 3 TOBTOPHOIO MEPEIAYEIO

D. ManuectepcbKke KOyBaHHS CUTHAILY

3. AnroputMm MapupyTu3auii Tunmy Distance-Vector XxapakTepusyeTbesi THM,
10:

A. KoxeHn MapupyTu3aTop 0OMIHIOEThCA IHPOPMALIIEO PO MApIIPYTH JHUIIE 31
CBOIMU CYCIIHIMH By3JaMu

B. Koxen mapuipyTtuzarop Oyaye NOBHY KapTy BClEi MEpexi

C. Aaroputm o0UMCIIeHHS LUISAXIB 0a3yeThes Ha MeTo1 JleiikeTpu

D. YHukae npobiieMu «Ti4uIbHUAKA 10 HECKIHUEHHOCTI» (count-to-infinity)
MOBHICTIO

4. [Ilo BUKOPHUCTOBYETHCS TPAHCIIOPTHUM PiBHEM TSI MYJIbTHILIEKCYBAaHHS
JaHMX /10 IPAaBUIILHOTO MPUKJIIAJAHOTO Hpolecy?

A. Homepu noptiB TCP/UDP, Bkazani y 3arojioBKy cermeHTa

B. MAC-anpecwu BinpaBHUKA 1 0JiepKyBada KaJipy

C. IP-agpeca mpu3HaYEHHS MTAKETY

D. Inentudikarop mporecy (PID) onepauiiinoi cucremMu

5. SIk BU3HA4a€THCS COKET y MepexeBomy nporpamysanai (TCP/IP)?

A. Komb6inamiero [P-agpecu Ta Homepa nopry, 10 pa30M BU3HAYAIOTh KIHIIEBY
TOYKY

B. MAC-anpecoro mepexeBoro intepdeiicy koM roTepa

C. [loennanusm HoMepa nopty Ta imeHi npotokoiy (TCP/UDP)

D. ITaporo URL Ta HOMEpa nmopTy AJIsi KOKHOT'O 3aCTOCYHKY

6. Jliist yoro mpuszHaueHa cucrema DNS?
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A. Jlns nepeTBOpeHHs JOMEHHUX iMEH Ha BiJnoBiaH1 [P-aapecu

B. Jlns nunamivnoro npusHauenHs [P-aapec y nokanbHiil Mepexi

C. Jlns BCTAaHOBJIEHHS 3aXMILEHOTO 3’ €THAHHS MK JBOMa XOCTaMU 4epe3
[nTepuer

D. 17151 KOHTPOJTIO JOCTYIY A0 MEPEXKI 3a JOMOMOTOI0 CIIUCKIB KOHTPOJIIO
nocryny (ACL)

7. YuM BIAPIZHAETHCA CUMETPUYHE MIM(PYyBaHHA BiJl aCUMETPUYHOTO?

A. CuMeTpuyHe BUKOPHUCTOBYE OJIMH CIUTBHHUIA CEKPETHHUH KITIOY, a
aCUMETPHUYHE — Mapy BIJKPUTOTO Ta 3aKPUTOTO KIIIOUIB

B. Cumerpuune mmdpyBaHHS 3HAYHO TOBUIBHIIIE 32 aCHMETPUIHE MTPH
nepeaayl BEIMKUX JaHUX

C. Acumerpuune mudpyBaHHs He 3a0e3nedye aBTeHTH]IKAIT BiApaBHUKA
[MOB1IOMJICHHS

D. B acumerpuuHomy mudpyBaHHI BUKOPUCTOBYETHCS OJIUH 1 TOM CaMH KITFOY
it mdpyBaHHA 1 po3mupyBaHHS

8. SIxa ronoBHa ocobnuBicTh apxiTekTypu SDN (Software-Defined
Networking)?

A. Posninenns momnuau ynpasiiaas (Control Plane) ta momuau nepemadi
nanux (Data Plane) ayig nentpanizoBaHOro KepyBaHHS

B. BukopucTtanHs TUIbKM anapaTHUX MapIIpyTHU3aTOPiB 3aMICTh MPOTPAMHHUX
KOMITOHEHTIB

C. [lepenaua naHux BUKJIIOYHO O BUALIEHUX (DI3UYHUX KaHaIax 0e3 KoMyTallii
D. O6’ennanHs Bcix MepexeBUX GyHKIINA (MaplipyTH3allis, KOMyTallis) B
OJIHOMY MPUCTPOI

BapianT 2:

1. SIxkuii 3 HaBeIEHUX KOJIIB € CAMOCUHXPOHI3YIOUKUM, TOOTO J103BOJISIE
npuiiMaveBl BiIHOBUTH TAaKTOBY CHHXPOHI3AIII0 0€3 OKPEMOTO YaCOBTO
curHamy?

A. Manuectepcebkuit koj (Manchester)

B. Kog NRZ (Non-Return-to-Zero)

C. ASCII-koryBaHHSI CHUMBOJIIB

D. Kon XemmiHra jyist KOpEeKIiii TOMUIOK

2. Y npotoko:i uepryBaHHs 01T (Stop-and-Wait ARQ):

A. BignmpaBHUK YeKkae MATBEPAKEHHS MICIIs KOXKHOTO KaJIpy nepea
HAJICWJIAHHSIM HACTYITHOTO

B. BianpaBHuk Hajicuiiae kaapu 0e3 may3, He O4iKYIOUH KOJHUX KBUTAHIIIHN
ACK

C. [Ipumiimad BiIKHIA€ BCl HACTYITHI KaJpH MICJS BTPATU OJHOTO KaaApy 10
OTPUMAaHHS UOTO MOBTOPY

D. BUKopucTOBY€ETHCS KOB3HE BIKHO 3 MOMJIMBICTIO BIATIPABUTH KiIbKa KaJIpiB
0e3 miATBEPIKEHb
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3. SIkuii 3 mepeniueHnX MPOTOKOIIB € MPOTOKOJIOM MapiipyTu3aiii tumy Link-
State?

A. OSPF

B. RIP

C. IGRP

D. BGP

4. Cxutbku naketiB (TCP cerMeHTIB) OOMIHIOIOTHCSA MIXK KJIIEHTOM 1 CEpBEPOM
nipu BctaHoByieHH1 TCP-3’eqnanns yepes npoueaypy three-way handshake?
A3

oSnw
—_ N

5. 1151 40r0 BUKOPUCTOBYETHCS MEpekKeBHM emyisiTop Mininet?

A. 151 cTBOpEHHS BIpTyaJIbHUX MEPEKEBUX TOIOJIOTIH HA OJTHOMY KOMI FOTEPI
3 miarpumkoro SDN (Hanpukinan, ais trectyBanus OpenFlow)

B. [lnst MoHiTOpUHTY TpadiKy B peasibHIN MEPEkKi B PEKUMI PEATbHOTO Yacy

C. lns emymsiii xapakTepucTuk 6e31poToBoro 3B’ sa3ky (Wi-Fi) y
1a00paTOPHUX YMOBAX

D. lns BiiganeHoro KepyBaHHs arapaTHUMU Mapiipytuzatopamu Cisco yepe3
IHTEpHET

6. SIkuii MPOTOKOJI BUKOPUCTOBYETHCS JISl HAJICUJIAHHS €JIEKTPOHHOI MOIITH Ha
MOIITOBUMN cepBep a0 M1k MOLITOBUMHU cEpBEpamMu?

A. SMTP

B. POP3

C. IMAP

D. FTP

7. SIxa ocHOBHA (PYHKITISI MIXKMEPEKEBOTO €KpaHy 3 (QUIbTPAIlI€IO MAKEeTIB
(packet-filter firewall)?

A. TlepeBipsitu 3aronoBku naketiB (IP-agpecu, Homepu mopTiB TOMIO) 1
BUPIITYBAaTH, MPOMYCTUTH YU OJIOKYBATH MAKETH 3a 3aJJaHUMU TIpaBUIaMU

B. llludpyBatu BCi makeT, M0 BUXOAATH 3 JIOKATBHOT MEPEXi, JIJIS 3aXUCTY Bij
MEePEXOTUICHHS

C. CxaHyBaTH BMICT KOXHOTO MMaKeTa Ha HasIBHICTh MIK1IuBoro 13y
peanbHOMY 4Yaci

D. HanaBaTu 3axuilieHHil TyHEIb 71 BIIAJICHOTO IOCTYITY 10 JJOKaJbHO1
Mepexi uepes [HTepHer

8. Illo mepenbauae xouuemntiss NFV (Network Functions Virtualization)?

A. Ilepenecenns MepexxeBux ¢GyHkiii (Mapmpytuzariis, firewall, NAT Torio) y
mporpamMHe 3a0e3MeueHHs, 10 MPAIIO€ Ha CTAHAAPTHUX CEPBEPHUX
riaTdopmax

B. [IpuckopenHst MapmpyTH3aTOpiB 3a paxyHOK crerianizoBannx ASIC-uimiB
JUTSL KOSKHOT (DyHKITI1
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C. BukopuctanHs okpeMoi (Hi3udHOI Mepexi A1 KOKHOT MEPEKEBOI CITyK0u
abo 1oaTKy

D. Poznoain Tpadiky MixK KiIbKOMa KaHajJaMU 3B’SI3KY IS 1 IBUIIICHHS
3arajbHOI MPOIMYCKHOT 3JTaTHOCTI MEPEeXKi

BapianT 3:

1. Uum BimpizuseTbes 6a3oBa cmyra (baseband) nepenaui janux Bij
mpokocMyrosoi (broadband)?

A. Ilpu 6a3oBiii nepenayi nudpoBi AaH1 HAJACUIAIOTHCS OE3MOCEPETHBO K

(G poBUil CUTHA B CEPEAOBUIIIE, TOJII K ITUPOKOCMYTOBA Mepeaada MOIYII0€E
uudpoB1 JaH1 HA aHAJIOTOBiM HeCy4li 4acToOTI

B. ba3oBa nepenaya BUKOPUCTOBY€E OJHOYACHO KIJIbKA KaHAIB Y MEKax OJTHOTO
CEpEelIOBUIIA, a IIMPOKOCMYTOBA — JIUIIIE OJJUH KaHall

C. [llupokocmyroBa nepeaada MOKIJINBA TUIBKU IO ONTUYHOMY BOJIOKHY, a
0a30Ba — TUIBKH 110 MITHUX KaOesx

D. ba3zoBa nepenaya 3aBK1u BUKOPUCTOBYE MaHUECTEPChKE KOTyBaHHS, a
ITUPOKOCMYTOBA — TUTHKU PaIIOCUTHAIM HA PI3HUX YaCTOTax

2. SIxkuit MeTOA T03BOJISIE BUIIPABUTH OAMHOYHY (1-01TOBY) MOMMIIKY B OOII
naHux?

A. Koxg XemMinra

B. [TapuTteTHuii 61T

C. CRC (muKmi4HUN HAUTUIIIKOBUM KOJ)

D. KonTponbsHa cyMa MOBiTOMIICHHS

3. SIKy MeTpUKy BUKOPHUCTOBYE MPOTOKOJI MapuipyTu3aiii RIP mist Bubopy
MapupyTy?

A. Kinekicts iepexoiB (hop count) MiX JpKEpesoM 1 MpU3HaYESHHIM

B. Kom6iHOBaHY OIlIHKY, 1110 BPaXxOBY€ 3aTPUMKY, MPOIMYCKHY 3AaTHICTb Ta 1HIII
napameTpu

C. BapticTs MapuipyTy, 004HCIICHY Ha OCHOBI MPOITYCKHOI 3JaTHOCTI KaHATY

D. Yac 3arpumku (delay) B MiTicCeKyHIax SIK OCHOBHUN KpUTEpiit

4. Pozumdpyiite abpesiatypy AIMD y KOHTEKCTI anrOpUTMIB K€pyBaHHs
nepeBanTaxeHHsIM TCP.

A. Additive Increase, Multiplicative Decrease (aquTuBHe 301bIIIEHHS,
MYJIbTUILTIKATUBHE 3MEHIIICHHS)

B. Asynchronous Internet Multicast Delivery

C. Active Injection, Managed Drop

D. Adaptive Interactive Module for Dataflow

5. SIxy dyHKIIII0 BUKJIMKAE cepBep (CiIyxarda CTOPOHA) JJIsSI MPUHHATTS
BX1JIHOTO 3’eTHaHHs B kiienta (TCP)?

A. accept()

B. connect()

C. send()

D. listen()
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6. l{o 3 HaBeneHOTO € KIIOYOBOIO BIIMIHHICTIO Mepexi peer-to-peer (P2P) Bin
KJIIEHT-CEPBEPHOI MOAEI?

A. B P2P koeH By30J1 MOK€ OJTHOYACHO BUKOHYBATH (YHKIIIT KITI€HTA 1
cepBepa, 6e3mocepeTHHO OOMIHIOIUHCH PECYpCaMH 3 THITMMH By3J1aMHU

B. B P2P ycs koMyHikallis TpOXOIUTh Yepe3 OJUH [IEHTPAIbHUN cepBep, TKUN
KEepy€e B3aEMOJIEI0

C. KitieHT-cepBepHa MOJIENb HE MOTPEOYE )KOJHOTO CEPBEPHOIO By3Jia IS
(yHKI10HYBaHHS MEpEex1

D. P2P-mepesxi BAKOPUCTOBYIOTHCS TUIBKH AJIS MIEPETIIsAly BEO-CTOPIHOK Y
Opay3epi

7. SIkuii 3 HaBeICHUX AITOPUTMIB € CUMETPUYHUM KpUNTOrpaiuHUM mudpom?
A. AES

B. RSA

C. Auddi-I'ennmman (Diffie—Hellman)

D. Enintuuna kpunrorpadis (ECC)

8. Slka Tomosoris 3a3BUyYail BUKOPUCTOBYETHCA B Cy4aCHUX MEpekKax Jara-
IIEHTPIB I 3a0€3MeUYeHHS MacITab0OBaHOCTI?

A. JIBopiBHeBa MepexHa apxiTektypa Leaf-Spine (Clos-dart-nepeBo)

B. Illunna tononoris (bus) st 00’ € HAHHS BCIX BY3JIIB

C. Kinbuea Tonosnoris (ring) 3 TOCIII0BHUM 3’ €JTHAHHSAM KOMYTaTOPIB

D. lepapxis 3 oiHUM SIPOM (€IUHUM IIEHTPATBHUM KOMYTAaTOPOM JIsl BCi€l
Mepexi)

Bapianr 4:

1. SIxe cepenoBuile iepeaayl JaHUX MAa€ HaWBHIIY CTIHKICTb J10
€JIEKTPOMAarHiTHUX 3aBaji?

A. OnTu4yHMUI BOJIOKOHHO-ONITUYHUH Kabensb (fiber optic), B sIkoMy cUTHaAI
MepeaeThCs CBITIOM

B. HeekpanoBana Buta mapa (UTP) nns Ethernet-3’eqnans

C. Koakcianpauil Kabenb, 0 BUKOPUCTOBYETHCS B Mepexax kadenbpHoro Th
D. besnpotose pamiocepenoBuine (pagioxBuiai Wi-Fi)

2. Yum mpotokon Selective Repeat ARQ Binpizusaerscs Big Go-Back-N?

A. Selective Repeat moBTOpHO nepeae TUIbKU BTpayeHi ad0 MOIIKOIKEH1
Kazpu, Toai sk Go-Back-N micis BTpatu kaapy NOBTOPHO BIAIPABIISIE HOTO 1 BCl
HACTYTHI 32 HUM KaJIpu

B. Selective Repeat Bumarae miarsepxerns (ACK) mist kokHOTo Kaapy
okpeMo, a Go-Back-N BukopucToBye 0/1HE KyMYJISTUBHE TATBEPIKCHHS IS
KUTBKOX KaJIpiB

C. Go-Back-N 36epirae y npuiiMaya Kajapu, OTpUMaHi MicJsl MPOMYIIEHOTO,
Toxi sik Selective Repeat Biakuaae BCl Kaapu micisi pO3pUBY MOCIITOBHOCTI

D. ¥V Go-Back-N po3mip BikHa BiflIpaBHUKA 3aBxk M TOpiBHIOE 1, a 'y Selective
Repeat — Ginbime 1

3. st woro BukopuctoByeThes mpoTokosl ARP (Address Resolution Protocol)?
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A. lna suznauenuss MAC-anpecu By3ia 3a Binomoro [P-anpecoro
(BimoOpakenns [P y MAC)

B. lns orpumanns [P-aapecu By3na 3a iioro qomeHHuM imeHeM (DNS-pe3osB)
C. Ins aBTOMaTH4HOI BUaayi BUTbHOI [P-afgpecu Ta HanamtyBaHb XOCTY
(TnHamiyHa KOH(]Irypartis)

D. lns mapmipyTur3anii makeTiB MiX pI3HUIMU aBTOHOMHUMU CUCTEMaMU B
InTepueri

4. Sxa peamzauisa TCP nepioro BnpoBaauia MexaHizm Fast Recovery s
IIBUJIKOTO BITHOBJICHHS TICJISI BTPATH MaKeTy?

A. TCP Reno

B. TCP Tahoe

C. TCP CUBIC

D. UDP

5. SIky TexHoorito miarTpumye Mininet st €KCIIEpUMEHTIB 3 TPOrPaMHO-
BU3HaYeHUMH Mepexxkamu (SDN)?

A. IIporokon OpenFlow st kepyBaHHS KOMyTaTopamMu

B. IIpotokxon BGP mis 06Miny mapiipyTaMu Mi>k aBBTOHOMHUMHU CUCTEMaMU
C. IIporokon SMTP w1 nepenaui e1€eKTPOHHOI MOIITH B MEPEXI

D. Onepaniitny cucremy Cisco I0OS nnst eMyssnii poO0TH MapipyTU3aTopiB
Cisco

6. Xto 3 nepeniueHux DNS-cepBepiB Moke HaJJaTh aBTOPUTETHY BIJAMOBIIb Ha
3anuT oo [P-agpecu nomeny example.com?

A. AstroputetHuiit DNS-cepBep, BiANOBIAalIbHUMN 3a IoMEH example.com

B. Jlokanpauit DNS-pe3onBep (kelryrounid cepBep) Ha MallluHI KOPUCTyBaya
C. Kopenesuii DNS-cepsep (Root server)

D. DHCP-cepBep iHTepHET-TpOBaiiiepa KOpUCTyBaya

7. Yum expad 3 miaTpuMKoro ctany (stateful firewall) BigpizHseTbes Bia
mpocToro (GiTbTpa makeTin?

A. Stateful firewall BizcTexye cTan iCHyIOUUX 3’ €IHaHb (CECiii) 1 BpaXxOBYe€ HOTo
MIPY IPUUHSTTI PIIEHHS, TPOITYCKATH YU OJIOKYBaTH MAKETH

B. Stateful firewall mparirtoe Tinbku Ha piBHI 3aCTOCYHKIB Ta aHAII3y€ BMICT
(payload) koxHOTO MOB1IOMJICHHS

C. IIpoctuii piIbTp NAKETIB MOKE NMEPEBIPATH TUIBKUA BUXITHUN Tpadik, a
Stateful — TIIEKH BX1THAN

D. Mixx HUMU HEMa€ pi3HUIlL: 00UBa TEPMIHU O3HAYAIOThH OJIUH 1 TOU caMUit
TU OpaHaIMayepa

8. l1lo Take OanaHCyBaHHS HABAaHTAKEHHS Y MEpeKax JlaTa-IeHTPiB?

A. Po3noain MepexkeBoro Tpadiky piBHOMIPHO MiX JAEKUJIBKOMa By3JIaMHu a00
[UISIXaMU 3 METOI0 YHUKHEHHS TIEpeBaHTAKEHHSI OKPEMOTO Pecypey

B. 36inb11eHHs POMYCKHOT 3AaTHOCTI KaHATY 3B’ 3Ky IUISIXOM ABUIIICHHS
4aCTOTU CUTHATY Ha JHIT
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C. [loueproBe BUMKHEHHSI HEAKTUBHHUX CEPBEPIB /ISl EKOHOMIT €Heprii mij yac
IIPOCTOIO

D. Ilepenaua Bcix gaHUX Yepe3 OJIMH IEHTPAITBHUI KOMYTATOP ISl CIIPOIICHHS
KOHTPOJTO TpadiKy

BapianT 5:

1. 1nst yoro Ha (p13MYHOMY PiBHI BUKOPUCTOBYIOTHCS CAMOCHHXPOHI3YIOU1 KOJIU
CUTHAJIIB?

A. Jlnis 3a0e3meueHHs BITHOBJICHHS TAKTOBO1 CUHXPOHI3allil npuiiMada 6e3
OKPEMOT0 TAKTOBOT'O CUTHAY (BUAUIEHHS TAKTY 3 CAaMHUX JaHUX)

B. [lns BunpaBiieHHs IOMHJIOK y 01Tax 6e3 HeoOX1JHOCTI MOBTOPHOI Mepeaayi
Kalpy

C. dns ctucHeHHS (KOMITpecii) mepelanuX JaHux 0e3 BTpaTH iHdopMalii

D. 15 MyIbTUIUIEKCYBaHHS KUTBKOX ITU(DPOBHUX MOTOKIB B OAHOMY (Pi3UIHOMY
KaHaJl OJJHOYaCHO

2. 1o BimOyBaeTbest B Mepexi Ethernet 3 mpoTokonom CSMA/CD, sikmio nBi
CTaHIIIi MOYMHAIOTH Iepe/laBaHHs KaJApiB OJJHOYACHO?

A. Bunnkae xomi3is: 0OuABI CTaHIlIT MPUNUHSAIOTH MIEPEIaBaHHSI, HAJICUIAIOTh
CHeIiaIbHUHN jam-CUTHAJ, MICJISl YOTO YeKAIOTh BUTIAAKOBUI TPOMIXKOK 4acy
nepes; HOBTOPHOIO CIIPo0Oo0

B. O0OuzBi craHuii MPOJOBKYIOTh NepeAaBaTH, MOKH OJIHA 3 HUX HE 3aBEPLINTh
nepeaady CBOTO Kajpy MepIioro

C. Mepexa aBTOMAaTUYHO PO3MOAUISIE CMYTY MPOMYCKaHHS MIXK ABOMA
CTaHIIISIMH, 1 KOJI1311 HE B110YBa€ThCS

D. Cranuii nepemukarotbest Ha mpoTokoil CSMA/CA, 1100 YHUKHYTH KOJIi314
I1]1 Yac HACTYITHOI Iepeaadi

3. SIxa 3 HaBeneHux [Pv4-aapec HaneXUTH 10 TPUBATHOTO J11anma3oHy (He
MapHIpyTU3YIOThCS TI100a7IbHO)?

A.192.168.0.100

B. 8.8.8.8

C.172.15.5.4

D. 11.0.0.5

4. Sk mexanizm ECN (Explicit Congestion Notification) curnamizye mpo
NEepPEBAHTAXKEHHS MEPEXKI1?

A. Mapkye maketu y Mepexi Mpu HaOIMKEHH1 JI0 IEPEOBHEHHSI YePry 3aMiCTh
iX CKUJaHHsA, 100 0/1epKyBay 1 BIAMPABHUK A13HATUCS PO MEPEBAHTAXKEHHS

B. Haacunae Bijg mapmipyrtuzaTtopa crneriaabauii [CMP-naker nonepepkeHHs
PO MEePEBAHTAXKEHHS BIIMPABHUKY

C. [IpumycoBO 3MeHIIIy€ BIKHO BiANPABHUKA JI0 HYJIS NPU BUSABJICHHI MEPIIUX
O3HAaK NEPEBAHTAKECHHS

D. BukopucToBye OKkpeMuii BUALICHUN KaHa 3B’ 13Ky JIJISl TIEpelaBaHHs
CUTHAJIIB PO MEPEBAHTAKECHHS MEPEKI
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5. SIxkuii BUKJIMK HE BUKOPUCTOBYEThCA Mijl yac pobotu TCP-kimienTa (ane
BUKOpUCTOBY€ETHCSI TCP-cepBepom)?

A. listen() — mepexia y pekuM O4iKyBaHHS BX1THUX 3’ €IHAHb (TUIBKU CEpBEP)
B. connect() — iHiI[itoBaHHS BCTAHOBIICHHS 3’ € THAHHS

C. send() — mepenaBaHHS JaHWUX TI0 BCTAHOBJICHOMY 3’ €THAHHIO

D. socket() — cTBOpeHHSI HOBOT'O COKETa (JIECKPUIITOPA) JIJIsi B3a€MOJI11

6. Skuil TpOTOKOJ JO3BOJISIE KIIIEHTY OTPUMYBATU €JIEKTPOHHY MOIITY 3
CepBEpA, 3AIMIIAIOYH JUCTH HAa CEPBEPI Ta KEPYIOUH ManKaMy BiJIajIeHO?
A. IMAP

B. POP3

C. SMTP

D. FTP

7. CUMeTpUYHUHN aITOPUTM MU(PYBAHHS XapaKTEPU3YEThCS TUM, I110:

A. OnuH 1 TOM caMUii CEKPETHHUM KITFOY BUKOPUCTOBYETHCSA 1 JUTsl IU(PpyBaHHS, 1
U1 pO3MM(PYBAHHS JaHUX

B. BukopuctoByeThCs napa KItO4iB — BIAKPUTUH 1 3aKPUTHIA — T KOXKHOT 31
CTOpiH OOMIHY

C. IludpyBanHa JaHUX BUKOHYETHCA MOBUIbHIIIE, HIXK TPH aCUMETPUYHUX
aJIropuTMax

D. Bin He 3a0e3neuye KOH(}1ICHIIIMHOCTI epeaaHnX JaHuX

8. 1o 3 HaBeIeHOTO € KIFOYOBOIO BUMOTOIO JIO MEPEKi CydacHOTO JlaTa-
LEHTpY?

A. MacmtaboBaHIiCTh — MOXKJIMBICTD PO3IIUPIOBATH MEPEXKY, J0Iat0uu 6arato
BY3JIIB (CEpBEPiB 1 KOMYTaTOPIB) 6€3 CyTTEBOT BTPATU MPOAYKTUBHOCTI

B. l'apanris, mo Bech Tpadik MPOXOAUTH YE€PE3 OJUH LIEHTPATIbLHUN
MapHIpyTHU3aTOp IS IIEHTPAT130BaHOTO KOHTPOJIIO

C. BukopuctanHs BUKITIOUYHO 0€3pOTOBHUX 3’€THAHb MIXK CEpBEpaMU s
THYYKOCTI PO3TOPTaHHS

D. BincyTHicTs IOTpeOu y OanaHCyBaHHI HAaBaHTAXXEHHS YU pe3epBYBaHH1
KaHAJIIB 32 PaxXyHOK HA/JTUIITKOBOI IPOITYCKHOI 3/IaTHOCTI

BapianT 6:

1. [Ipu mmpokocMyTOBIM nepeaadi HUQPpPOBI 1aHi:

A. MoaynioroThCsl Ha aHAJIOTOB1M HECYUil 4acTOTI, Iepe1arodu OITOBI
MOCIJOBHOCTI SIK 3MIHEHUW aHAJIOTOBUM CUTHAJ

B. [lepenatotbes Oe3nocepeAHHO Y BUTIISAL HU(PPOBUX IMITYJIBCIB IO
cepeloBUILy 0e3 MOyl

C. He moxyTb OyTHu niepefaHi 1o MiHIi KaOeabHIH JIiHI1, TUIBKU 110
ONTOBOJIOKHY a00 edipy

D. He notpeOyroTh BUKOPUCTAHHS MOAYJISITOPA Ta AEMOIYJISITOPA HA KIHIISX
3’€JHAHHS

2. Slxuii MeTO HAJICKUTH 0 CTATUYHOTO PO3IMOALTY KaHATy TOCTYITY
(meTepMiHOBaHUI METOJ MHOKUHHOTO JIOCTYITY)?
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A. Yacosuii noxin kanainy (TDM — Time Division Multiplexing)

B. Metony BumaakoBoro poctyny CSMA/CD

C. IIporokony ALOHA nsist 6€31p0TOBUX MEPEK

D. Jluramiuroro 3maradss 3 oomexxennsm (limited contention) mMixk By3iamu

3. Ckinbku OIT MicTUTB aapeca [Pv6?
A. 128

B. 32

C.64

D. 256

4. SIxa ocHoBHa iaes anroputMy RED (Random Early Detection) npu kepyBanHi
yepramu MapuipyTu3aropa?

A. BunaakoBo CKUHYTH OKpeMi IMaKeTH JI0 3aroBHEHHS Oydepa — 11e 3anodirae
OJIHOYACHOMY TIEPETIOBHEHHIO Yepr y 0araThb0X MaplipyTH3aTOpax 1 3MEHIIY€E
HMOBIPHICTH TJI00AIBHOI CUHXPOHI3AITIT

B. [IponyckaTu Bci makeTu 0€3 3aTPUMKH, TIOKU Yepra He 3alIOBHUTHCSA
MOBHICTIO, a IMOTIM CKUJATH a0COJIOTHO BC1 HOBI AKETHU

C. HagaBaty HaliBHIIUN TIPIOpUTET TTaKeTaM 31 BcTaHOBJIeHUM niparopoMm ECN i
BIJIKUJIATH JIUIIE HEMAPKOBaHI MMaKETU

D. IlepenanpapisaTi HAJTUIIKOBI TAKETH 10 AIBTEPHATUBHOMY MapIIpyTy
3aMICTh IX CKUJIAHHS MPU 3allOBHEHH] BUXIAHOI Yepru

5. Uepes axuil iHTEpPEiic MOKHA MPOrpaMHO KEpPyBaTH eMyasiTopoM Mininet
IS CTBOPEHHSI KACTOMHHX TOTIOJIOT1#?

A. Yepes Python API Ta ckpunrtu, o B3aemoaitoTh 3 Mininet

B. Uepes BeO-iHTEpdEtic y Opay3epi 3 rpadiyHUM Bi0OpaKEHHSIM TOMOJIOT11
C. Yepes amapaTHy KOHCOJIb KOMYyTaTOpa, MAKII0YeHOoro 10 Mininet

D. Uepez SNMP-arenriB, BOyJJoBaHUX y BIpTyalibH1 By3;11 Mininet

6. SIkuii 3 mepeniueHnx MPUKIIaAiB HAIEKUTD JI0 peer-to-peer Mepexi?
A. Mepexa oominy ¢aitmamu BitTorrent

B. Be6-cepsep + 6payzep (HTTP)

C. FTP-cepBep miis 3aBanTaxeHHs (aiiiiB

D. SMTP-cepBep s nepecunanis €I€KTPOHHOI MOIITH

7. SIkuii piI3HOBUI MIXMEPEKEBOr0 €KpaHy MPaLIo€ K MOCEPEIHUK Ha PiBHI
3aCTOCYBaHb, aHANI3yI0UYH 3MICT Tpadiky?

A. Ipokci-cepsep (proxy firewall), 1o npuitmae 3anuTH KIIIEHTIB 1 IEpeCUIae
X B1JI CBOT'O IMEHI

B. Cratuunuii pinbTp nakeTiB, 110 NEPEBIpsIE TUIIE MEPEKEB] aIpECu Ta MOPTH
C. Ekpan crany (stateful), mo BiacTexye numie napamerpu TCP-ceciit

D. Mapmpytuszatop 3 yBIMKHeHUM NAT (TpaHCHAIIE0 aapec) IK 3aXUCHUN
3aci0

8. SIx mporpamHo-Bu3HaueH1 Mepexki (SDN) cripoliytoTh KepyBaHHS MEPEKEIO
MOPIBHSHO 3 TPAIULIMHIMHI MepeKaMu?
A. 3aBasku neHTpanizaiii kepyBanas: BuaieHuit SDN-koHTposep mae
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riiobaibHe OaYeHHST MEPEXi Ta Kepye KOMYTaTopaMu, BIJOKPEMITIOIOYH JIOTIKY
YIPaBJIIHHS BiJ IPUCTPOIB NIepeaadl JaHuX

B. BukopucroBytoun equHUI YHIBEpCATBHUM MPOTOKOJ 3aMiCTh YCIX THIIHX
MEpEKEBUX MPOTOKOJTIB

C. Bukonyroun Bci MepexeBi PyHKIIIT (MapIipyTr3allis, KOMyTallis) Ha
KOXXHOMY KOMYTaTOp1 OKpeMO 0€3 LIEHTPaJI130BaHOT0 KOHTPOJIIO

D. 3amiHIor0uu BCi (pi3MUHI MEPEKEBI IPUCTPOI HA TPOrPAMHI EMYJIATOpH O€3
BUKOPHUCTAaHHA 00J1aTHAHHS

Bapianr 7:

1. SIkuii 3 mepeniyeHuX NPUCTPOIB Mpalioe Ha Gi3uyHOMY piBHI Moaeini OSI?
A. Konnientpatop (Hub) Ethernet

B. KomytaTtop (Switch) Ethernet

C. Mapupytuzatop (Router) IP

D. Mepesxesuii micT (Bridge)

2. Sxa kirodoBa ocobmuBicTh nmpoTokoiy ALOHA 11010 10oCTyImy A0 CHJIEHOTO
cepenoBuIa’?

A. By3nu niepearoTh AaHi, KOJIA MalOTh 1110 BIIIPABUTH, HE TIEPEBIPIIOUH
3aMHATICTh KaHay, BHACIIJIOK YOO MOKYTh BUHUKATH KOJII311

B. By3nu npociiyxoByIOTh KaHall Iiepe]] epeJaBaHHsIM 1 YeKaloTh, IOKU
CepeIOBUIIE CTaHE BUILHUM (carrier sensing)

C. BukopucToBy€eTbCsI KOHTPOJIb HECYUOi 13 BUABIEHHIM Kkoui3iid (CSMA/CD)
ISl OOMIHY KaJpaMu

D. KoxxHoMy By31y npu3HavaeTbest PiKCOBAHMM YaCOBUH CIIOT AJid nepeayi
(monin y vaci), ToMy KoJii3iii He OyBae

3. SIxy 3agauy Bukonye nporokon DHCP y mepexi?

A. lunamiuno npusHavae [P-anpecu Ta iH1n mapamerpu (Macka, o3, DNS)
HOBUM BY3JIaM MepeXki MPHU MiIKIFOYCHHI

B. [lepeTBoproe nomenHi imeHa Ha IP-agpecu 115 mporpam i KOpUCTyBadiB

C. 3abe3neuye mmdpyBanas [P-maketiB 115 6e3nedHol mepeaavi uepes
[nTepuer

D. Buznauae MAC-anpecy orpumyBada Ha ocHOBI [P-afgpecu nmpuzHaueHHs

4. o rapantye TCP npu gocrasiii JjaHux, 4oro He Hajgae UDP?

A. HaniliHicTh — 1OCTaBKY BCiX JaHUX O€3 BTPAT 1 B IPABUIILHOMY MOPSAKY,
3aBJSIKA HyMepallii CerMeHTIB, MIATBEPIKEHHSIM Ta MOBTOPHIN nepeaayi npu
BTpaTi

B. MakcuManbHO MOKIIMBY IIBUAKICTh TIepeadi JaHUX 0e3 )KOAHUX 3aTPUMOK
y Mepexi

C. ABToMatnyHe mMHU(PPyBaHHS BMICTY CETMEHTIB JJIsl 3aXUCTY BiJ
MPOCITyXOBYBaHHS

D. Illepenauy nanux y peanbHoMmy 4aci (0e3 Oydepu3aiiii abo 3aTpuMOK) AJis
MyJIbTUME T
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5. Jlnig IK0T0 MPOTOKOJIY BUKOPHUCTOBYIOTH HE3B’ sI3HI JaTarpaMHi cokeTH (6e3
BCTAHOBJICHHS 3 €JJHAHHS 1 TapaHTIi JOCTaBKM)?

A. UDP

B. TCP

C. HTTP

D. ICMP

6. Sxe TBepmxenHs mwoxao nporokorny HTTP (HyperText Transfer Protocol) €
IIPaBWJIBHUM ?

A. HTTP — e Ge3crannuii (stateless) mpoToKoJ KIIIEHT-CEPBEP ISl epeaadl
rinepTeKkcTy (BeO-CTOPIHOK) MO MEPEXKI

B. HTTP rapantye mudpyBaHHs BCiX MepelaHUX JaHUX MK KITIEHTOM 1
CepBEPOM

C. HTTP BuxkopucToBy€e MOJIENb peer-to-peer st 0OMiHy JaHUMU MIXK
Opay3epamu

D. HTTP npu3HaueHuii 1j1s HaICHJIAHHS €JICKTPOHHOT IOIITH MiX IMOIITOBUMHU
CepBEPAMHU

7. SIxa 3 mepeniueHnx IijIei € OAHIEI0 3 OCHOBHUX Y chepi MepekeBoi Oe3nexn?
A. KoH(igenmiitHicTs — 3a0€3medeHHs Toro, mo iHGopMaIris HeI0CTyITHA s
CTOPOHHIX 0C10

B. CtucHeHHS — 3MEHIIIEHHS pO3MIpY JaHUX JJIs MIBUAIIOL Tepeiadi KaHaIaMu
3B SI3KY

C. BinzMOBOCTIHKICTB — O€3nepepBHa poO0OTa MEPEXkK1 HABITh Y BUIMAJIKY 3001B
oOJ1aTHaHHS

D. JlitieH3yBaHHS — KOHTPOJIb MPaB IOCTYIY KOPUCTYBaiB 0 MPOTrPaMHOTO
3a0e3MeueHHs

8. SIxwmii 3 HaBeIeHUX MPUKJIAIIB HalKpale iocTpye KoHuemniro NFV?

A. 3amyck mporpaMHOro MapiipyTu3aropa ado ¢aipBoiia y BUTIIAIL
BIpTyaJIbHOI MallTMHU HAa CTAaHJAAPTHOMY CE€pPBEpl 3aMiCTh BUKOPUCTAHHS
OKPEMOT0 aapaTHOTO MPUCTPOIO

B. Bukopuctanns qekiipKoX aHTeH Ha Toull goctymy Wi-Fi mist 3061nbpeHHs
30HU MTOKPUTTS MEPEXKI

C. Po30utts (bi3uunoi Mepexi Ha VLAN mi1g cermeHTalli Ha KaHAIbHOMY PiBHI
D. Po3noain kaHaiy 3B’s13Ky Ha 4acOB1 IHTEpBAJIM MIXK KIJIbKOMa
kopuctyBadamu (TDM)

Bapianr 8:

1. Axumu nuTaHHAMU 3aiiMaeTbes G13UYHUMN piBeHb Y Mojeni OSI?

A. Ilepenauero cUrHaIiB 1 KOJyBaHHIM O1TIB Ha (p13MIHOMY HOCIT
(mepeTBOpEHHSM OITIB y €JIEKTPUYHI/ONTUYHI CUTHAJIN 1 Ha3a)

B. MapmipyTu3aiii€ro makeTiB Mixk pi3HUMH Mepekamu 3a [P-agpecamu

C. BcraHoBieHHSAM ceciif 1 J11ajoriB MK MPUKIIATHUMU TTporpaMamMu

D. KepyBanHsiM 10CTyIIOM 10 cepenoBuiia nepeaadi Ha ocHoBi MAC-aapec
BY3JIiB
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2. Slxumii MeTO NOCTYIY JI0 CEPEAOBUINA HE TPUBOAUTH J10 KOMI31i MIXK
By3s1amMu?

A. O6miH Mapkepom (token passing), KOJid IpaBo Ha mepeaady mo yepsi
OTPHUMYE JIUIIE BY30J1 3 MapKEPOM

B. ITpotoxon Ethernet CSMA/CD, 110 BusiBisi€ 1 po3B’si3ye KOMi3ii micis iX
BUHUKHEHHS

C. IIporokon ALOHA it BUIBHOTO TOBIIBHOTO AOCTYIY JI0 KaHATy

D. Meton CSMA/CA (BukopuctoByetbes y WiFi), ne komi3ii HeMOXIHBI
3aBIISIKM YHUKHEHHIO HECYUYOi

3. Anst yoro npusHayeHui Habip nporokoiiB [PSec?

A. lns 3a0e3nedyenns mudpyBanHs Ta apTeHTUdiKaLii [P-tpadiky (Ha
MEpEeKEeBOMY PiBHI1), CTBOPEHHS 3aXMINECHUX 3’ €JHAHb MK BY3J1aMU

B. Ins nunamiunoro npusHauenHs [P-agpec Ta mapameTpiB XocTaM y Mepexi
C. lnsg pe3epByBaHHs KaHAJIBHOTO PIBHS MIPH MOIIKOIKEHHI (PiI3MYHOTO
3’€JHAHHS

D. Jlnis 06MiHy MapiipyTHOIO 1H()OpMAITIEI0 MK BHYTPIITHIMHU
MapHIpyTH3aTOPAMH MEPEKi

4. lllo BinOyBaeThcs Ha mouatky podotu TCP mpu Slow Start (moctymoBuii
CTapT) y KOHTEKCTI KEpyBaHHS [I€PEBAHTAKEHHAM?

A. BennuuHa BiKHa BIIPABHUKA MOYMHAE 301JIbIIYBATUCS €KCIIOHEHIIIAJIBHO 3
kokauM otpuMmanuM ACK, noku He nocsirae nopory (threshold)

B. BianpaBHuUK MOYMHAE 3 BEIMKOTO BIKHA 1 MOCTYIOBO 3MEHIIIY€E HOro Npu
HaaxokenH1 ACK

C. BikHo BifimpaBHUKA 3QJIUIIAETHCS MOCTIHHUM JI0 TUX TP, T0KH HE Oy/e
BUSIBJICHO TIEPIILY BTPATy MaKETy

D. TCP oapa3y BCTaHOBIIIOE pO3Mip BiKHA HA MAaKCUMYM, ITPUITYCKAIOUU
IPOMYCKHY 3/1aTHICTh KaHAJIy 10CTaTHbOIO

5. lllo came emymoe Mininet mpu CTBOPEHH1 BIPTyaJIbHOI MEPExKi?

A. TToBHOIIIHHY MEPEXKY, IO CKIATAETHCS 3 BIPTYaIbHUX KOMYTAaTOPiB, XOCTIB 1
HaBiTh KOHTposiepa SDN, sKi paIoTh K IPOIECH Ha OJTHIN MallnHi

B. Tinbku renepaiiro MepexeBoro Tpadiky Mk JBOMa pealbHUMHU (DI3UIHUMU
BYy3JIaMH ISl TECTYBaHHsI MPOITYCKHOT 3JaTHOCTI

C. Jlume poOOTy NpUKIaTHUX CEpBEPIB (Hampukiaa, BeO- abo DNS) 6e3
eMYJIALIT MepeKeBOi IHPpaCTPyKTypH

D. AnapatTHi XapakTepUCTUKH peanbHUX MapuipytusaropiB Cisco 3a
JI0TIOMOTOI0 BJIacHOTO BOyAoBaHoro 113

6. lllo xapakTtepHo ansa pekypcuBHOro DNS-3anuTy Kii€HTa 70 JOKaIbHOTO
DNS-pe3onsepa?

A. Jlokanbauit DNS-cepBep caMOCTIHHO MPOXOIUTh BC1 €TaI MOIIYKY —
3BepraeTbes 10 iHmmMX DNS-cepepis (root, TLD, aBTOpuTETHUX) 1 TOBEpTAE
KIIIEHTY OCTAaTOYHY BiAOBIIb

B. Jlokansauit DNS-cepBep nmoBeprae KiiieHTy Juiie aapecy iHmoro DNS-
cepBepa s MOJANBIIOTO MOIIYKY (peani3yroun ITEpaTUBHUN MOIIYK)
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C. DNS-3anut Bij Ki1ieHTa O6e3nocepeIH0 MICTUTh [P-aipecy aBTopuTeTHOTO
DNS-cepBepa aiist 1oOMeHy

D. Bianosinae pe3osBepa 3aBxKAU MICTUTh T0JaTKOBI 3amucH (Hanmpukia, NS)
JUTSI HACTYITHUX 3aIUTIB

7. SIKuil anTOpUTM € MPUKIATOM aCUMETPUYHOTO MIU(PPYBAHHS 3 BIIKPUTUM
KIIto4eM?

A.RSA

B. AES

C. DES

D. SHA-256

8. SIxuif mpOoTOKOJ HAaWYACTIIIEe BUKOPUCTOBYEThCS TS 3B’ 13Ky MK SDN-
KOHTPOJIEPOM Ta KOMyTaTOopaMH (JIJIs Tiepeadi mpaBuil KepyBaHHs Tpadikom)?
A. OpenFlow

B. OSPF

C. Ethernet

D. HTTP

Bapianr 9:

1. Texnomorist Ethernet 100BASE-TX nepenbauae, 1o 1aHi nepeaaroThCs:

A. B 6a3zoBomy criektpi (Baseband) — sik iudpoBuii curnan no mMigHiiA BUTIHI
napi 6e3 10JaTKOBOI MOJYJISAIIT HA HECYUy

B. IllupoxocmyroBo — koxkeH Ethernet-kabenb MICTUTH IeK1TbKa YACTOTHUX
KaHaJIB 3 MOJIyJIbOBAaHUMU CUTHaJIaMU

C. TinbKku 1o onToBOJNIOKHY, OCKIIbKH «BASE-TX) 03Hauae BUKOpuCTaHHS
ONTUYHOI IMapu

D. ¥ Burnsai pagiocurHany, MOJIYJISINS SKOTO BianoBigae 6itam nqanux Ethernet

Kaapy

2. Kon mae miniManbHy Bifgctanb XeMMidra d = 3. CKUIbKH O1TOBUX TTOMUIIOK
TaKUi KOJI TapaHTOBAHO 3MOXKE BUSBUTH?

A. 2 noMuiIKu

B. 1 nomuiky

C. 3 nomuiku

D. XKoanoi (0 moMuIiok)

3. Illo o3Havae no3naueHHs npedikcy /16 y 3anuci [Pv4-anpecu (CIDR-6510k)?
A. lllo nmepuri 16 61T agpecu — 11e MepeKHA YacTHHA, a pemra 16 OIT —
11eHTU(IKaTOp By3Ja B 1M MiaMEpexi

B. Ilo B migMepexi Bcworo 16 noctynuux [P-aapec ams xocTiB

C. llo IPv4-anpeca cknanaetbes auie 3 16 61T 3amicts 32 01t

D. Illo macka miaMepesxi gopiBHIOE 255.255.255.0 muis 1€l aapecu

4. 1o 3 HaBeaeHOTO MpaBUIIbHO onucye BiaMiHHICTh Mixk TCP Tahoe 1 TCP
Reno?
A. TCP Reno Bxmrogae anroputm Fast Recovery (mBuake BiTHOBICHHS MICIS
BTpaTH nakery), sxkoro Hemae B TCP Tahoe
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B. TCP Tahoe peanizye mexanizm Fast Retransmit (mBuaka moBropHa
nepemaya), a TCP Reno — Hi

C. TCP Tahoe ne BukopuctoBye anroputm Slow Start, Ha Biaminy Big TCP
Reno

D. TCP Reno 3mMeHIITy€e po3Mip BiKHA MOBLUIBHIIIE MICs BTPATH MaKETy, HIXK
TCP Tahoe

5. SIky QyHKIi}0 BUKJIMKAE KIIEHT IS 1HII[IIOBAaHHS BCTAHOBJIEHHS 3’ €HAHHS 3
TCP-cepepom?

A. connect()

B. accept()

C. listen()

D. send()

6. SIxa xapakTepucTuka npuramanta npotokonry POP3 nnsa nocrymy no
€JIEKTPOHHOT MOITH?

A. Ilicist oTprMaHHS TTOIITH KJIIEHTOM, JJUCTH 3a3BUYail BUIAISIOTHCS 13
cepBepa (SKIIMo He HAJIAITOBAHO 1HIIIC)

B. [IpoTokomn 103B0JISIE TIpAITIOBATH 3 JINCTAMM, 3AJIAINAIOYH X Ha CepBepl Ta
CHHXPOHI3YIOUHU CTaH MaroK

C. BUKOpHUCTOBYETBCS )11 HAJICUIAHHS €JICKTPOHHOI MOIITH BiJT MOIITOBOTO
KJIIEHTA JI0 cepBepa abo Mk cepBepaMu

D. Ipartoe uepes BeO-Opay3ep, Hagarouu iHTepdeiic At 1OCTyIy A0
€JIEKTPOHHO] TTOLITH

7. 1o Take aBTeHTH(]IKALlIS B KOHTEKCTI MEPEkKEBOI OE3MEKH?

A. Ilporec nepeBipKy JOCTOBIPHOCTI CTOPOHHU 3B’ A3KY (KOpHCTyBaua,
MIPUCTPOIO) — HAIIPHUKJIIA, 32 JOTIOMOTOI0 MapoJisi abo mudpoBoro ceprudikara
B. Ilpouiec mmdpyBanHs qaHux I 3a0€3MeYeHHS X CEeKPETHOCTI Bijl
CTOpPOHHIX 0C10

C. IIpotec mepeBipKH MUTICHOCTI JaHUX MMICIA nepeaadi, mo0 rapanTyBaTu
BIJICYTHICTb 3MiH

D. Ilpomec pe3epByBaHHS MEPEKEBUX PECYPCIB TSI KPUTHIHO BAXKITUBUX
3aCTOCYHKIB

8. SIke TBepmKEHHA NMPaBUIIbHO XapakTepusye TexHoiorii SDN ta NFV?

A. SDN po3nauinsie pyHkuii kepyBanHs 1 nepecuianus (control plane vs data
plane), a NFV no3Bossie 3amyckatu MepexeBl (PyHKIIIT sIK TporpamMHi MOyl Ha
CTaHJapTHOMY OO0JIagHaHHI

B. SDN 3aiimaeTbcs BipTyanizaiieto MepexxeBux ¢yHkiii, a NFV BropoBamxkye
IIEHTPaJ130BaHUN KOHTPOJb TpadiKy

C. NFV ne moxe mpaitoBatu 6e3 SDN: o0u/1Bi TEXHOJIOT11 — I1€ OJIMH 1 TOU
caMuil miaxig

D. SDN ta NFV — 11¢ KoHKpeTH1 TPOTOKOIN MapIIpyTU3allii, o
BUKOPHCTOBYIOTHCS B MEpPEXKax JlaTa-IEHTPIB

Bapiant 10:

26



1. SIkuii 3 HaBeIeHUX MPUKJIAAIB MPEACTABIISAE IUPOKOCMYTOBY Mepeaady
upoBUX TaHUX?

A. Ilepenaua nanux yepe3 KabeIbHUN MOJIEM IO KOAKCIaJIbHIN MepexKi
kabenpHOTO Th (TIMPOBI CUTHAIM MOAYITIOIOTHCSI HA BUCOKOYACTOTHOMY HOCIT)
B. Ethernet 100BASE-TX mo Butiii mapi (Cursa nepeaaeTbesi B 6a30BOMy
CHEKTp1 6€3 MOIYJISALT)

C. TenexomyHikalis 3a JIOIMOMOr00 CUTHaNIIB a30yku Mop3e no ApoToBoMy
KaHaIly

D. O6MiH faHUME MK KOMIT IOT€paMu 4epe3 OJHOTOYKOBE ONTOBOJIOKOHHE
3’e¢JHaHHs 0€3 MYJIbTUILIEKCYBaHHS KaHaJiB

2. Slkuit mpucTpiit 103BOJIsIE 3’ €IHATH JIB1 JIoKabH1 Mepexi Ethernet 1 mpairroe
Ha KaHaJILHOMY PiBHI, BiAd1apTpoBYyIoun Tpadik 3a MAC-aapecamu?

A. Mepexesuit micT (Bridge)

B. Mapuipytuzarop (Router)

C. Konnenrparop (Hub)

D. Moaem (Modem)

3. JIy1st 90TO BUKOPUCTOBYIOTH BIpTyallbHY TIpuBaTHY Mepexy (VPN)?

A. [Inst cTBOpPEHHS 3aXUIIEHOTO 3alIM(POBAHOTO TYHEIIO Yepe3 IHTEPHET, 110
3’€JIHy€ BiJIJIaJIeH] MEepeki a00 KIIIEHTA 3 JIOKATBHOI0 MEPEKEIO

B. /1151 aBTOMaTUYHOTO pe3epByBaHHA KaHaLy 3B’ SI3KY MPH MOIIKOHKEHH1
OCHOBHOTO 3’ €JTHaHHS

C. g 06MiHy MapLIpyTHOIO 1H(POPMAIIIEI0 MK CYCIAHIMU MapIIpyTH3aTOPAMHU
y MeXaX aBTOHOMHOI CUCTEMH

D. 1151 KOHTPOJIIO AOCTYITY KOPHUCTYBaUiB 0 MEPEKi Ha OCHOBI IXHIX poJei 1
npaB (aBTOpHU3AILis)

4. SIx TCP BusiBisi€ BTpaTy MaKeTy Ta 1HIIIIOE MEXaHI3M IIBUIKOI TOBTOPHOT
nepenauyi (Fast Retransmit)?

A. Ilpu orpumanHi Tppox ay6mikaTiB ACK miapsia s oq4HOTro 1 TOTo K
CErMEHTY, 110 CBITYUTH TIPO WMOBIPHY BTPATY HACTYITHOTO CETMEHTY

B. IIpu otpumanni oxuoro nyomikaty ACK Big npuitmaua

C. Konu crnuBae Taiimep ouikyBanHst ACK mist Bianpasienoro cermeHty (TO)
D. [Ipu Hagxomxenni noBigomaeHHs ICMP Bijg mpoMi>kHOTO MapuIpyTu3aTopa
PO MEPEBAHTAKECHHS MEPEXKI1

5. YuM BUTIIHA EMYJISIIS MEPEXI 3a J0MoMOoror Mininet MOpPIBHSIHO 3
pPO3ropTaHHsAM (HI3UYHOTO TECTOBOTO CTEHAY?

A. BoHa 7103B0oJIsIE pO3TOPHYTH MOBHY MEPEXKY (BY3JM, KOMYTaTOPH) HA OJHOMY
[1K, mo mBuaIIe i 3HaYHO JIeNIeBIIe, HIXK BAKOPUCTAHHS PeaTbHOTO
MEpEXKEeBOT0 OOJIaHAHHS JIJIs TECTyBaHHS

B. B emynsuii Mininet nepenaroThest TUIBKU CIPOILEHI MOeni Tpadiky, K1 He
BIJINOBIJIAI0THh PEaTbHUM MEPEKEBUM yMOBaM

C. Mininet BUMarae criemian3oBaHoro o0JaaHaHHs 3 TATPUMKOIO IIPOTOKOITY
OpenFlow mist pobotu
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D. Mininet oOMexXy€eTbcs IBOMa BipTyalbHUMH By3JaMU 1 HE MacIITa0yeThCS
JUTST BEJIMKAX TOIOJIOT1H

6. Illo Take DHT (Distributed Hash Table) y kontekcTi peer-to-peer mepex?
A. Mexani3M po3moaisieHoro 30epiranfs 1 momryKy iHdopmariii mpo By3iu Ta
pecypcu P2P-mepexi 0e3 BUKOPUCTaHHS LIEHTPAJIBHOTO CEpBEPY (HAmp., y
Mmepexi BitTorrent)

B. Anroput™m mudpyBaHHs Tpadiky A 3aXUCTy 3’ €IHAHb MIXK MipaMu

C. [Iporokon tyHentoBaHHs Aanux yepe3d HTTP ang o6xoxy NAT

D. Tun Tonosorii Mepexi 1ata-eHTpa s po3IMoily HaBAaHTKEHHS MIXK
KOMYyTaTopaMu

7. 1llo 3 HaBeneHOro HalKpaille 3a0e3neuye MITICHICTh iepeaanoi iHpopMmarrii?
A. OGuucnenHs kpunrorpadigaoi xem-QyHKIlii moBiJoMICHHS (HAIPUKIIAI,
SHA) Ta nepeBipka xemry Ha 001l OTpuMyBaya

B. lllndpyBanHs NOBIAOMIIEHHSI CHMETPUYHUM QJITOPUTMOM, BUKOPUCTOBYIOUH
CHUTHHUM CEKPETHUHN KITIOY

C. lyOroBaHHS KOXKHOTO MAKETY 1 MOPIBHSHHS JIBOX KOTiH TMOBIAOMJICHHS Ha
npuiiomi

D. KoHTposnb IITICHOCTI HE € HEOOX1IHUM, SIKIIO KaHaJ 3B 3Ky HaJIHHUI 1
0€3MOMUIKOBUI

8. SIky nepeBary 3a0e3neuye apxitektypa Leaf-Spine B mepexax nara-ueHTpiB?
A. MiHiMi3y€e 3aTpUMKY MK OyAb-sIKUMH IBOMa CEpBEpPaMH, rapaHTyIOuH
OJIHAKOBY KUIBKICTh IPOMIKHUX KOMYTATOPIB (3a3BUUaif 2 XOMH) Ta HASIBHICTh
KUTBKOX MapayieIbHUX NUIAXIB JJis1 OalaHCyBaHHS HABAaHTa)KEHHS

B. 3MeHIIye KUTbKICTh KOMYTaTOPIB IO OJTHOTO, IMiIKITFOYal0UH BCl CEPBEPH J0
€IMHOT'O MariCTPaJIbHOT'O MPUCTPOIO

C. Crporrye kepyBaHHSI MEpPEXKEI0, BUKOPUCTOBYIOUH 31PKOIO/11I0HY TOIMOJIOTIIO
3aMiCTh 6araTopiBHEBOT

D. IloBHicTiO ycyBae moTpedy B 3aCTOCYBaHHI MAPUIPYTHUX MPOTOKOJIIB
yCepeIrHi JaTa-IeHTPY
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TESZTFELADATOK ONELLENORZESHEZ

A hallgatok tudasdnak ellenérzésének egyik modja, amely lehetévé teszi a
tanulmanyi eredményesség értékelését és Osztonzi Oket a rendszeres munkara a
szemeszter soran, a szamitogépes tesztelés. Onellendrzés céljabdl tiz tesztvaltozat
késziilt: mindegyikben nyolc kérdés taldlhatd, amelyekhez harom/négy

valaszlehetOség tartozik, és koziiliik csak egy helyes.

1. valtozat

1. Mit tovabbit pontosan az OSI modell fizikai rétege az adatcsere sordn?
A. A jel nyers bitjeit a valasztott kozegen keresztiil

B. Ellendrz6 0sszeggel ellatott kereteket a hibafelismeréshez

C. IP-cimzéssel ellatott haldzati csomagokat

D. Portszamokkal ellatott {izenetszegmenseket

2. Az aldbbi mddszerek koziil melyik képes a hibak felismerésére, de nem képes
azok kijavitasara?

A. Paritésbit (paritasbit hozzéadasa)
B. Hamming-kdd adatblokkokhoz
C. ARQ-protokoll yjrakiildéssel

D. Manchester-jelkodolas

3. A tavolsagvektor-alapt (Distance-Vector) utvalaszto algoritmus jellemzdje,
hogy:

A. Minden ttvalaszté csak a kozvetlen szomszédaival oszt meg
utvonalinformaciokat

B. Minden utvalaszt6 felépiti a teljes haldzat topologiai térképét
C. Az utvonalak kiszdmitasa a Dijkstra-algoritmuson alapul
D. Teljesen elkeriili a ,,végtelenig szdmolads” (count-to-infinity) probléma;jat

4. Mit haszndl a szallitasi réteg az adatok megfeleld alkalmazasi folyamathoz
val6é multiplexeléséhez?

A. A szegmens fejlécében megadott TCP/UDP portszamokat
B. A keret kiild6jének és fogadojanak MAC-cimét

C. A csomag cél IP-cimét

D. Az operacios rendszer folyamatazonositojat (PID)

5. Hogyan definialhat6 a socket a haldzati programozasban (TCP/IP)?
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A. Egy IP-cim és egy portszam kombinacidja, amely egy végpontot hataroz meg
B. A szamitdgép halozati interfészének MAC-cime

C. Egy portszam ¢és a protokoll nevének (TCP/UDP) pérositasa

D. Egy URL és egy portszdm parja minden alkalmazashoz

6. Mire szolgal a DNS rendszer?

A. Domainnevek feloldasara a megfeleld IP-cimekre

B. IP-cimek dinamikus kiosztasara a helyi hal6zaton

C. Titkositott kapcsolat létesitésére két tavoli gép kozott

7. Miben kiilonbozik a szimmetrikus titkositas az aszimmetrikustol?

A. A szimmetrikus egy k6zos titkos kulcsot hasznal, mig az aszimmetrikus egy
nyilvanos €és egy magéankulcspart

B. A szimmetrikus titkositds jelentdsen lassabb, mint az aszimmetrikus nagy
adatmennyiség esetén

C. Az aszimmetrikus titkositas nem teszi lehetové a felado hitelesitését

D. Az aszimmetrikus titkositas ugyanazt a kulcsot hasznalja a titkositashoz és a
visszafejtéshez

8. Mi az SDN (Szoftver-definialt halozatkezelés) architektura f6 jellemzdje?

A. A vezérlési sik (Control Plane) és az adatsik (Data Plane) szétvalasztdsa a
kozponti iranyitas érdekében

B. Kizarolag hardveres Utvalasztok hasznélata szoftveres komponensek helyett
C. Adattovabbitas kizarolag dedikalt fizikai csatorndkon, kapcsolas nélkiil

D. Minden hélézati funkcio (Gtvalasztas, kapcsolas) 6sszevondsa egyetlen
eszkozbe

2. valtozat

1. Az alédbbi kodok koziil melyik onszinkronizalo, azaz melyik teszi lehetové a
vevl szamdra az Orajel-szinkronizacio helyreallitasat kiilon orajel nélkiil?

A. Manchester-kod

B. NRZ (Non-Return-to-Zero) kod

C. ASCII karakterkodolas

D. Hamming-kod hibajavitashoz

2. A viltakozo bites protokollban (Stop-and-Wait ARQ):

A. A kiild6 minden keret utan var a nyugtara, mieldtt a kovetkezot elkiildene

B. A kiildd sziinet nelkiil kiildi a kereteket, nem varva nyugtazasra (ACK)
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C. A vevl eldob minden keretet egy hiba utdn, amig az Gjra el nem érkezik
D. Csuszoablakot haszndl, amely lehetdveé teszi tobb keret nyugtazas nélkiili
kiildését

3. Az alébbiak koziil melyik vonaléallapot-alapt (Link-State) utvalaszto
protokoll?

A. OSPF

B. RIP

C. IGRP

D. BGP

4. Hany csomag (TCP szegmens) cseré¢lddik ki a kliens és a szerver kozott a
TCP kapcsolat felépitésekor (haromutas kézfogas)?

A.3
B.2
C.4
D.1
5. Mire hasznaljdk a Mininet hal6zati emulétort?

A. Virtualis halozati topologiak 1étrehozasara egyetlen szamitogépen, SDN
tamogatassal (pl. OpenFlow teszteléséhez)

B. Valos 1dejli forgalomfigyelésre €les halézatokban

C. Vezeték né¢lkiili (Wi-Fi) jellemz0k emulédlasara laboratoriumi koriilmeények
kozott

D. Cisco hardveres utvalasztok tavoli vezérlésére az interneten keresztul

6. Melyik protokollt hasznaljak e-mailek kiildésére a levelezdszerverre vagy a
szerverek kozott? A. SMTP B. POP3 C. IMAP D. FTP

7. Mi a csomagsziird tiizfal (packet-filter firewall) alapvetd funkcidja?

A. Ellendrzi a csomagfejléceket (IP-cimek, portok stb.) és szabalyok alapjan
dont a csomag atengedésérdl vagy blokkolasarol

B. Titkositja a helyi halozatrol kilépd 6sszes csomagot a lehallgatas ellen

C. Valo6s id6ben szkenneli minden csomag tartalmat kartékony szoftverek utdn
D. Titkositott alagutat biztosit a helyi halozathoz valo tavoli hozzaféréshez

8. Mit takar az NFV (Halozati funkciok virtualizacioja) koncepcidja?

A. Halozati funkciok (atvalasztas, tlizfal, NAT stb.) atiiltetése szabvanyos
szervereken futo szoftverekbe

B. Utvalasztok gyorsitasa specialis ASIC chipekkel minden funkcidéhoz
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C. Kiilon fizikai halézat hasznalata minden halozati szolgaltatashoz vagy
alkalmazashoz

D. A forgalom elosztasa tobb csatorna kdzott a sdvszélesség novelése érdekében

3. valtozat

1. Miben kiilonbozik az alapsavi (baseband) adattovabbitas a sz€lessavitol
(broadband)?

A. Alapsavu atvitelkor a digitalis jelet kozvetleniil kiildik a kozegre, mig a
sz€lessavu atvitel analog vivofrekvenciara moduldlja az adatokat

B. Az alapsavu atvitel egyszerre tobb csatornat hasznal egy kozegen beliil, mig a
sz¢élessavu csak egyet

C. A sz€lessavu atvitel csak optikai szalon, az alapsavu csak rézkabelen
lehetséges

D. Az alapsavu atvitel mindig Manchester-kodolast haszndl, a szélessadva csak
radidjeleket

2. Melyik mddszer teszi lehetdvé egyetlen (1 bites) hiba kijavitasat egy
adatblokkban?

A. Hamming-kod

B. Paritasbit

C. CRC (Ciklikus redundancia-ellendrzés)

D. Uzenet-ellenérzd dsszeg

3. Milyen metrikat hasznal a RIP ttvalaszto protokoll az utvonal
kivéalasztdsahoz?

A. Ugrasszam (hop count) a forras €s a cél kozott

B. Osszetett érték, amely figyelembe veszi a késleltetést és a savszélességet
C. A savszélesség alapjan szamitott utvonalkoltség

D. Késleltetési 1d6 (delay) ezredmasodpercben

4. Mit jelent az AIMD rovidités a TCP torlasvezérlési algoritmusok
Osszefliggésében?

A. Additive Increase, Multiplicative Decrease (Additiv novelés, multiplikativ
csokkentés)

B. Asynchronous Internet Multicast Delivery
C. Active Injection, Managed Drop
D. Adaptive Interactive Module for Dataflow
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5. Melyik fiiggvényt hivja meg a szerver (hallgatozo oldal) a kliens feldl érkezd
TCP kapcsolat fogadasahoz?

A. accept()
B. connect()
C. send()
D. listen()

6. Mi a kulcsfontossagu kiilonbség a P2P (Peer-to-Peer) haldzat €s a kliens-
szerver modell kozott?

A. P2P hélézatban minden csomdpont egyszerre lehet kliens €s szerver,
kozvetleniil cserélve eréforrasokat mas csomdpontokkal

B. P2P hal6zatban minden kommunikécié egy kdzponti szerveren keresztiil
zajlik

C. A kliens-szerver modell miikddéséhez nincs sziikség szervercsomopontra
D. A P2P halézatokat csak weboldalak bongészésére hasznaljak

7. Az alébbi algoritmusok koziil melyik szimmetrikus titkositasi algoritmus?
A. AES

B. RSA

C. Diffie-Hellman

D. Elliptikus gorbe kriptografia (ECC)

8. Milyen topoldgiat hasznalnak altaldban a modern adatkozponti haldézatokban
a skalazhatosag érdekében?

A. Kétszintli Leaf-Spine architektira (Clos-halozat / fat-tree)
B. Sin (busz) topologia minden csomopont dsszekapcesolasara
C. Gylrl (ring) topologia az eszk6zok soros dsszekapcsolasaval

D. Hierarchikus topologia egyetlen kozponti (core) kapcsoldval

4. valtozat

1. Melyik atviteli kozeg rendelkezik a legnagyobb ellendllassal az
elektromégneses interferenciaval szemben?

A. Optikai kébel (fiber optic), ahol a jel fény formajaban terjed

B. Arnyékolatlan csavart érpar (UTP) Ethernet kapcsolatokhoz

C. Koaxialis kabel, amelyet kabeltelevizids halézatokban hasznalnak
D. Vezeték nélkiili radios kozeg (Wi-Fi radiohullamok)

2. Miben kiilonbozik a Selective Repeat ARQ a Go-Back-N-t61?
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A. A Selective Repeat csak az elveszett vagy sériilt kereteket kiildi ujra, mig a
Go-Back-N hiba esetén az adott keretet és az 6sszes utana kovetkezot is
ujrakiildi

B. A Selective Repeat minden kerethez kiilon nyugtat (ACK) var, a Go-Back-N
kumulativ nyugtét hasznal

C. A Go-Back-N puffereli a hibas keret utan érkezo jokat, a Selective Repeat
eldobja azokat

D. Go-Back-N esetén a kiildéablak mérete mindig 1, Selective Repeat esetén
nagyobb

3. Mire hasznaljdk az ARP (Address Resolution Protocol) protokollt?
A. A csomdopont MAC-cimének meghatarozasara az ismert IP-cim alapjan
B. A csomoépont [P-cimének lekérdezésére a domainneve alapjan

C. IP-cimek és halozati beallitdsok automatikus kiosztasara (dinamikus
konfigurécio)

D. Csomagok utvalasztasara kiilonb6z6 autondém rendszerek kozott az interneten

4. Melyik TCP implementacid vezette be eldszor a Fast Recovery (gyors
helyreallitas) mechanizmust a csomagvesztés utani gyorsulashoz?

A. TCP Reno

B. TCP Tahoe

C. TCP CUBIC

D. UDP

5. Milyen technoldgiat tdimogat a Mininet az SDN kisérletekhez?
A. OpenFlow protokoll a kapcsolok vezérléséhez

B. BGP protokoll autonéom rendszerek kozotti itvonalcseréhez
C. SMTP protokoll e-mailek tovabbitasdhoz

D. Cisco 10S operacids rendszer emulécioja

6. Az alabbi DNS szerverek koziil melyik adhat hiteles (authoritative) valaszt az
example.com domain [P-cimére vonatkozé kérésre?

A. Az example.com domainért felelds autoritativ DNS szerver
B. A felhasznal6 gépén futd helyi DNS-feloldo6 (cache szerver)
C. A gyokeér (Root) DNS szerver

D. A felhasznal6 internetszolgaltatojanak DHCP szervere

7. Miben kiilonbozik az allapotkoveto tiizfal (stateful firewall) az egyszerii
csomagsziirétol?
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A. Az allapotkovetd tiizfal figyeli a fennallo kapcsolatokat (szekcidkat) €s ezt
figyelembe veszi a dontéshozatalnal

B. Az allapotkdvetd tlizfal csak alkalmazasi szinten miikodik és az {izenetek
tartalmat elemzi

C. Az egyszert sziir6 csak a kimend forgalmat, az allapotkdvetd csak a bejovot
ellendrzi

D. Nincs kiilonbség, a két kifejezés ugyanazt jelenti
8. Mi a terheléselosztas (load balancing) célja az adatkdzponti hal6zatokban?

A. A hélozati forgalom egyenletes elosztasa tobb csomdpont vagy Utvonal
kozott az er6forrasok talterhelésének elkeriilése érdekében

B. A sdvszélesség novelése a jel frekvencidjanak emelésével
C. Az inaktiv szerverek kikapcsoldsa energiamegtakaritas céljabol

D. Minden adat atvitele egyetlen kozponti kapcsolon keresztiil az egyszeriibb
ellendrzés végett

S. valtozat
1. Mire hasznaljak a fizikai rétegben az 6nszinkronizal6 kddokat?

A. A vevo0 6rajel-szinkronizacidjanak biztositasara kiilon orajelvezeték nélkiil
(az orajel kinyerése az adatokbol)

B. Bitformatumu hibak javitasara Gjrakiildeés nélkiil
C. Atadott adatok veszteségmentes tomoritésére
D. Tobb digitalis folyamat egyidejii multiplexelésére egy fizikai csatornan

2. Mi torténik egy CSMA/CD alapt Ethernet halozatban, ha két allomas
egyszerre kezdi el a keretek kiildését?

A. Utkdzés (collision) torténik: mindkét allomas leallitja a kiildést, zavard (jam)
jelet kiildenek, majd véletlenszer(i ideig varnak az (jabb probalkozas elott

B. Mindkét allomas tovabb kiild, amig az egyikiik be nem fejezi a keretet
C. A halézat automatikusan megosztja a savszelességet, és nem torténik iitk6zés

D. Az allomasok atvaltanak CSMA/CA protokollra az iitk6zés elkeriilése
érdekében

3. Az alabbi IPv4-cimek koziil melyik tartozik a privat tartoményba (nem
iranyithato globalisan)?

A.192.168.0.100
B. 8.8.8.8
C.172.15.54
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D. 11.0.0.5

4. Hogyan jelzi az ECN (Explicit Congestion Notification) mechanizmus a
halézati torlodast?

A. Megjeloli a csomagokat a sorok telitdédésekor eldobas helyett, hogy a kiildo
¢s a fogado értesiiljon a torlodasrol

B. Az utvalaszto egy specialis ICMP figyelmeztetd csomagot kiild a feladonak
C. Kényszeritetten nullara csokkenti a kiildo ablakat a torlodas elso jeleinél

D. Kiilon dedikalt csatornat hasznal a torlodasi jelek tovabbitasara

5. Melyik hivast nem hasznalja a TCP-kliens (de a TCP-szerver igen)?

A. listen() — varakozas bejovo kapcsolatokra

B. connect() — kapcsolatépités kezdeményezése

C. send() — adatok kiildése a felépitett kapcsolaton

D. socket() — 0j socket 1étrehozasa

6. Melyik protokoll teszi lehetdvé, hogy a kliens letdltse az e-maileket a
szerverrdl, mikozben a levelek a szerveren maradnak és tavolrol kezelhetok a
mappak?

A. IMAP

B. POP3

C. SMTP

D. FTP

7. A szimmetrikus titkositasi algoritmus jellemzdje, hogy:

A. Ugyanazt a titkos kulcsot hasznaljak a titkositashoz és a visszafejtéshez is
B. Nyilvanos és magankulcspart hasznal minden fél szamara

C. Az adatok titkositasa lassabb, mint az aszimmetrikus algoritmusoknal

D. Nem biztositja az dtadott adatok bizalmassagat

8. Mi a modern adatkdzponti halozatok egyik kulcsfontossagli kovetelménye?

A. Skalazhatosag — a haldzat bovithetdsége sok csomoponttal a teljesitmény
jelentds romlasa nélkiil

B. Annak garantdldsa, hogy minden forgalom egyetlen kdzponti utvalaszton
haladjon at

C. Kizérolag vezeték nélkiili kapcsolatok hasznalata a rugalmas telepithetdség
¢rdekében

D. A terheléselosztas sziiksegtelensége a tilméretezett sdvszelesség miatt
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6. valtozat
1. Szélessavu (broadband) atvitel esetén a digitalis adatok:

A. Analog vivéfrekvenciara moduldlodnak, a bitsorozatokat megvaltozott
analog jelként tovabbitva

B. Ko6zvetleniil digitalis impulzusokként haladnak a kézegen modulécio nélkiil
C. Csak optikai szalon tovabbithatok, rézkabelen nem
D. Nem igényelnek modulatort és demodulatort a kapcsolat végpontjain

2. Melyik mddszer tartozik a statikus csatornakiosztashoz (determinisztikus
tobbsz0rds hozzaférés)?

A. Id6osztasos multiplexelés (TDM)

B. Véletlen hozzaféréstt CSMA/CD

C. ALOHA protokoll vezeték nélkiili hal6zatokhoz

D. Korlatozott versengéses (limited contention) dinamikus modszer
3. Hany bites egy IPv6-cim? A. 128 B. 32 C. 64 D. 256

4. Mi a RED (Random Early Detection) algoritmus alapétlete az Gtvalasztok
sorainak kezelésekor?

A. Csomagok véletlenszerli eldobasa a puffer telitddése eldtt — ez
megakadalyozza a globalis szinkronizaciot

B. Minden csomag atengedése a puffer telitddéséig, majd minden 0j csomag
eldobasa

C. Legmagasabb prioritas adasa az ECN jelzésli csomagoknak
D. Csomagok atiranyitasa alternativ itvonalra a sor telitddésekor

5. Milyen interfészen keresztiil vezérelhetd programozottan a Mininet emulator
egyéni topologiak l1étrehozasahoz?

A. Python API-n és szkripteken keresztiil

B. Webbongészds grafikus feliileten keresztiil

C. A Mininethez csatlakoztatott fizikai kapcsold konzoljan keresztiil
D. A virtudlis csomdpontokba épitett SNMP ligynokokon keresztiil
6. Az aladbbiak koziil melyik példa a Peer-to-Peer haldzatra?

A. BitTorrent fajlcseréld halozat

B. Webszerver + bongészé (HTTP)

C. FTP szerver fajlok letoltésehez

D. SMTP szerver e-mailek tovabbitasahoz
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7. Melyik tipusu tiizfal miikodik kozvetitoként (intermediary) az alkalmazési
rétegben, elemezve a forgalom tartalmat?

A. Proxy tlizfal (application gateway), amely fogadja a kéréseket €s a sajat
nevében tovabbitja azokat

B. Statikus csomagsziird, amely csak halozati cimeket és portokat ellendriz

C. Allapotkovetd (stateful) tiizfal, amely csak a TCP szekciok paramétereit
figyeli

D. NAT-ot hasznalo utvalasztd biztonsagi eszkdzként

8. Hogyan egyszeriisiti az SDN a halozatkezelést a hagyomanyos hal6zatokhoz
képest?

A. A vezérlés centralizalasaval: egy dedikalt SDN-vezérlé globalis ralatassal bir
¢s iranyitja a kapcsolokat

B. Egyetlen univerzalis protokoll hasznélataval az §sszes tobbi helyett

C. Minden halézati funkciot minden kapcsolon kiilon-kiilon hajt végre kdzponti
vezerlés nélkiil

D. Minden fizikai eszkozt szoftveres emulatorra cserél hardver hasznalata nélkul

7. valtozat

1. Az alabbi eszkozok koziil melyik miikddik az OSI modell fizikai rétegében?
A. Ethernet Hub (koncentrator)

B. Ethernet Switch (kapcsolo)

C. IP Router (utvalaszto)

D. Hél6zati hid (Bridge)

2. Mi az ALOHA protokoll kulcsfontossagt jellemzdje a kozos kozeg
elérésénél?

A. A csomodpontok akkor kiildenek, amikor van adand6 adatuk, nem ellendrizve
a csatorna foglaltsagat, igy titk6zések torténhetnek

B. A csomépontok hallgatdznak kiildés elott, €s varnak, amig szabadda valik a
kozeg (carrier sensing)

C. Utkdzésfelismeréses vivoérzékelést (CSMA/CD) hasznalnak a keretcseréhez
D. Minden csomdponthoz rogzitett idorés (timeslot) tartozik, igy nincs {itkozés
3. Milyen feladatot lat el a DHCP protokoll a hal6zatban?

A. Dinamikusan kiosztja az [P-cimeket és egyéb paramétereket (maszk, atjaro,
DNS) az ) csom6pontoknak

B. Domainneveket fordit IP-cimekre az alkalmazasok és felhasznalok szamara

38



C. IP-csomagok titkositasat végzi a biztonsagos internetes tovabbitashoz
D. Meghatéarozza a fogado MAC-cimét a cél [P-cime alapjan
4. Mit garantal a TCP az adatszallitas soran, amit az UDP nem nyu;t?

A. Megbizhatosdgot — minden adat veszteségmentes €s helyes sorrendii
kézbesitését nyugtazas és tjrakiildés segitségével

B. A lehetd legnagyobb atviteli sebességet halozati késleltetések nélkiil
C. A szegmensek tartalmanak automatikus titkositasat
D. Valos idejl (pufferelés nélkiili) atvitelt multimédias anyagokhoz

5. Melyik protokollhoz hasznalnak 6sszekottetés-mentes datagram socketeket
(kapcsolatfelépités €s kézbesitési garancia nélkiil)? A. UDP B. TCP C. HTTP D.
ICMP

6. Melyik allitas helyes a HTTP protokollal kapcsolatban?

A. A HTTP egy allapotmentes (stateless) kliens-szerver protokoll hiperszovegek
(weboldalak) atvitelére

B. A HTTP garantalja minden adat titkositasat a kliens és a szerver k6zott

C. A HTTP Peer-to-Peer modellt hasznal a bongészok kozotti adatcseréhez

D. A HTTP-t e-mailek kiildésére tervezték levelezdszerverek kozott

7. Az alébbi célok koziil melyik a haldzati biztonsag egyik alapvetd célkitiizése?

A. Bizalmassag (Confidentiality) — annak biztositasa, hogy az informéacio ne
legyen hozzaférhetd illetékteleneknek

B. Tomorités — az adatok méretének csokkentése a gyorsabb atvitelhez
C. Hibatfirés — a halozat folyamatos miikodése hardverhibdk esetén is
D. Licencelés — a felhasznalok szoftverhozzaférési jogainak ellendrzése
8. Melyik példa szemlélteti legjobban az NFV koncepciojat?

A. Szoftveres utvalasztod vagy tlizfal futtatdsa virtualis gépként egy szabvanyos
szerveren kiilon hardver helyett

B. Tobb antenna hasznalata egy Wi-Fi hozzaférési ponton a lefedettség
novelésére

C. A fizikai halozat VLAN-okra bont4sa az adatkapcsolati rétegben
D. A csatorna felosztasa iddintervallumokra t6bb felhasznald kozott (TDM)

8. valtozat
1. Milyen kérdeésekkel foglalkozik az OSI modell fizikai rétege?

A. Jelek tovabbitasa és bitek kodolasa a fizikai adathordozon (bitek atalakitasa
elektromos/optikai jelekke)
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B. Csomagok utvalasztasa haldzatok kozott IP-cimek alapjan
C. Szekciok és parbeszédek kialakitasa az alkalmazasok kozott
D. A kdzegelérés szabalyozasa a csomopontok MAC-cimei alapjan

2. Melyik kozegelérési modszer NEM vezet iitkzésekhez a csomopontok
kozott?

A. Token passing (vezérjeles atvitel), ahol csak a tokennel rendelkez6
csomoOpont kiildhet

B. Ethernet CSMA/CD, amely felismeri és feloldja az iitkozéseket azok
bekovetkezte utan

C. ALOHA protokoll a szabad, tetszéleges csatornaeléréshez

D. CSMA/CA médszer (Wi-Fi), ahol az litkdzések elkeriilése a cél a
vivéérzékeles altal

3. Mire szolgal az IPSec protokollcsomag?

A. IP-forgalom titkositasara és hitelesitésére (haldzati rétegben), biztonsagos
kapcsolatok 1étrehozéasara

B. IP-cimek és paraméterek dinamikus kiosztasara a halozatban
C. Az adatkapcsolati réteg tartalékolasara fizikai sériilés esetén
D. Utvalasztasi informaciok cseréjére belsd utvalasztok kozott

4. Mi torténik a TCP miikodésének elején a Slow Start (lassu indulas)
szakaszban a torlasvezérlésnél?

A. A kiildo ablakmérete exponencialisan nd minden kapott nyugta (ACK) utan

egy kiiszobértékig (threshold)

B. A kiild6 nagy ablakkal kezd, és fokozatosan csokkenti azt a nyugtak
érkezésekor

C. A kiild6 ablaka allandé marad az els6 csomagvesztésig

D. A TCP azonnal a maximumra allitja az ablakméretet, feltételezve a szabad
sdvszélességet

5. Mit emulal pontosan a Mininet virtualis halozat 1étrehozéasakor?

A. Egy teljes halozatot, amely virtudlis kapcsolokbol, hosztokbdl és SDN-
vezerlobal all, egyetlen gép folyamataiként futtatva

B. Csak halozati forgalom generalasat két valos fizikai csomdpont kozott
tesztelesi céllal

C. Csak az alkalmazasszerverek (pl. web vagy DNS) miikodését halozati
infrastruktara nélkiil

D. Valés Cisco utvalasztok hardveres jellemzdit sajat beépitett szoftverével
6. Mi jellemz6 a kliens rekurziv DNS-kérésére a helyi DNS-feloldo felé?
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A. A helyi DNS szerver 6nalldéan végigjarja a keresés minden szakaszat (root,
TLD, autoritativ) és a végleges valaszt adja a kliensnek

B. A helyi DNS szerver csak egy masik DNS szerver cimét adja vissza a
kliensnek (iterativ keresés)

C. A kliens DNS-kérése mar kozvetlenul tartalmazza az autoritativ DNS szerver
[P-cimét

D. A felold6 vélasza mindig tartalmaz tovabbi bejegyzéseket (pl. NS) a
kovetkezo kérésekhez

7. Melyik algoritmus példa a nyilvanos kulcsu aszimmetrikus titkositasra? A.
RSA B. AES C. DES D. SHA-256

8. Melyik protokollt hasznaljak leggyakrabban az SDN-vezérld és a kapcsolok
kozotti kommunikéciora?

A. OpenFlow
B. OSPF

C. Ethernet
D. HTTP

9. valtozat
1. A 100BASE-TX Ethernet technoldgia feltételezi, hogy az adatok tovabbitasa:

A. Alapsavban (Baseband) torténik — digitalis jelként a réz csavart €rparon
modulécid nélkiil

B. Szélessavban torténik — minden kabel tobb frekvenciacsatornat tartalmaz
modulalt jelekkel

C. Csak optikai szalon torténik, mivel a ,,BASE-TX” optikai part jelent

D. Radidjel formdjaban torténik, amelynek modulécidja megfelel az Ethernet
keret bitjeinek

2. Egy k6d minimalis Hamming-tdvolsadga d = 3. Hany bithibat képes ez a kod
garantaltan FELISMERNI? A. 2 hibat B. 1 hibat C. 3 hibat D. Egyet sem (0
hiba)

3. Mit jelent a /16 prefix jelolés egy IPv4-cimnél (CIDR blokk)?

A. Az els6 16 bit a haldzati rész, a maradék 16 bit a hoszt azonositdja az
alhalozaton beliil

B. Az alhalozatban 0sszesen 16 elérheto IP-cim van a hosztok szamara
C. Az IPv4-cim csak 16 bites a 32 bit helyett
D. Az alhal6zati maszk értéke 255.255.255.0 ennél a cimnél
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4. Az alabbiak koziil melyik irja le helyesen a TCP Tahoe és a TCP Reno
kozotti kiillonbséget?

A. A TCP Reno tartalmazza a Fast Recovery algoritmust (gyors helyreallitas
csomagvesztés utdn), ami a TCP Tahoe-bol hidnyzik

B. A TCP Tahoe alkalmazza a Fast Retransmit mechanizmust, a TCP Reno
pedig nem

C. A TCP Tahoe nem hasznalja a Slow Start algoritmust, ellentétben a TCP
Reno-val

D. A TCP Reno lassabban csokkenti az ablakméretet csomagvesztés utan, mint
a TCP Tahoe

5. Melyik fiiggvényt hivja meg a kliens a TCP-szerverrel valo kapcsolatépités
kezdeményezéséhez?

A. connect()

B. accept()

C. listen()

D. send()

6. Mi jellemzd a POP3 protokollra az e-mailek elérésekor?

A. Miutan a kliens letoltotte a levelet, az altalaban torlodik a szerverrdl (ha
nincs maskepp beallitva)

B. Lehetdvé teszi a levelek szerveren tartasat és a mappak allapotanak
szinkronizalasat

C. E-mailek kiildésére hasznaljak a klienstdl a szerverre vagy a szerverek kozott
D. Webbongészon keresztiil miikodik, feliiletet biztositva az e-mailekhez
7. Mi a hitelesités (authentication) a haldzati biztonsag kontextusaban?

A. A kommunikalo fél (felhasznalo, eszk6z) azonossaganak ellendrzése —
példaul jelszoval vagy digitalis tantisitvannyal

B. Az adatok titkositasa a bizalmassag biztositasa érdekében

C. Az adatok sértetlenségének ellendrzése az atvitel utan

D. Halozati er6forrasok foglalasa kritikus alkalmazasok szdmara

8. Melyik allitas jellemzi helyesen az SDN és NFV technoldgiakat?

A. Az SDN szétvalasztja a vezérlési €s tovabbitasi funkcidkat (control plane vs
data plane), az NFV pedig lehetdvée teszi halozati funkcidk szoftvermodulként
valo futtatasat

B. Az SDN a halozati funkciok virtualizacidjaval foglalkozik, az NFV pedig
kozpontositott forgalomiranyitast vezet be
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C. Az NFV nem miikodhet SDN n¢lkiil: a két technoldgia ugyanazt a
megkozelitést jelenti

D. Az SDN ¢és az NFV konkrét Gtvalaszto protokollok adatkdzponti
halézatokhoz

10. valtozat
1. Az alabbiak koziil melyik példa a digitalis adatok szélessavi tovabbitasara?

A. Adatatvitel kabelmodemen keresztiil koaxialis kabeltelevizios halozaton
(digitalis jelek modulalasa nagyfrekvencias vivore)

B. Ethernet 100BASE-TX csavart érparon (alapsavu jel modulacio nélkiil)
C. Tavkozlés Morse-jelekkel vezetékes csatornan

D. Szamitogépek kozotti adatcsere pont-pont optikai kapcsolaton csatorna-
multiplexelés nélkiil

2. Melyik eszkoz kapcsol 0ssze két Ethernet helyi halozatot az adatkapcsolati
rétegben, MAC-cimek alapjan sziirve a forgalmat?

A. Halozati hid (Bridge)

B. Utvalaszté (Router)

C. Hub (koncentrator)

D. Modem

3. Mire hasznaljak a virtualis maganhal6zatot (VPN)?

A. Titkositott alagiit 1étrehozasara az interneten keresztiil tavoli halozatok vagy
egy kliens €s a helyi halozat 6sszekapcsolasara

B. Automatikus csatorna-tartalékoldsra az elsddleges kapcsolat megszakadéasa
eseten

C. Utvalasztasi informaciok cseréjére szomszédos utvalasztok kozott egy
autoném rendszeren beliil

D. Felhasznalok haldzati hozzaférésének szabalyozasara szerepkorok és jogok
alapjan (autorizécio)

4. Hogyan ismeri fel a TCP a csomagvesztést €s inditja el a gyors ujrakiildés
(Fast Retransmit) mechanizmust?

A. Harom egymast kovetd duplikalt ACK (nyugta) érkezésekor ugyanarra a
szegmensre

B. Egyetlen duplikalt ACK érkezésekor a vevotol
C. Amikor lejar a szegmensre varo nyugta 1dozitdje (Timeout)

D. Amikor egy koztes utvalasztotol ICMP torlddasi jelzés érkezik
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5. Mi az eldnye a Mininet halozati emulécionak a fizikai tesztkérnyezettel
szemben?

A. Lehet6veé teszi egy teljes halozat (csomopontok, kapcsolok) felépitését
egyetlen PC-n, ami gyorsabb ¢€s olcsobb a valds hardvernél

B. A Mininetben csak egyszeriisitett forgalmi modellek tovabbithatok, amelyek
nem felelnek meg a valos feltételeknek

C. A Mininet mitkodéséhez specialis, OpenFlow-t tamogatd hardver sziikséges

D. A Mininet csak két virtualis csomopontra korlatozédik, nem skalazhato nagy
topologiakra

6. M1 a DHT (Distributed Hash Table) a Peer-to-Peer haldézatokban?

A. Az informaciok (csomopontok €s eréforrasok) elosztott tarolasara és
keresésére szolgdldo mechanizmus kdzponti szerver nélkiil (pl. BitTorrent)

B. Forgalomtitkositasi algoritmus a peerek kozotti kapcsolatok védelmére
C. Adatalagutazasi protokoll HTTP-n keresztiil a NAT elkertilésére
D. Adatkozponti topologia a terheléselosztashoz a kapcsolok kozott

7. Az alabbiak koziil melyik biztositja legjobban az atadott informécio
sértetlenségét (integrity)?

A. Kriptografiai hash-fiiggvény (pl. SHA) kiszamitéasa ¢és ellendrzése a fogado
oldalon

B. Az iizenet titkositasa szimmetrikus algoritmussal k6zos titkos kulcsot
hasznalva

C. Minden csomag megkettdzése €s a két példany Osszehasonlitasa a vételnél

D. A sértetlenség ellendrzése nem sziikséges, ha a csatorna megbizhat6 és
hibamentes

8. Milyen elényt nyqjt a Leaf-Spine architektira az adatk6zponti hal6zatokban?
A. Minimalizalja a késleltetést barmely két szerver kozott azonos szdmu ugras
(2 hop) és parhuzamos utvonalak biztositasaval

B. Egyetlen kapcsoldra csokkenti az eszk6zok szdmat minden szervert a
gerinchez kotve

C. Egyszertisiti a halozatkezelést csillag topoldgia hasznalataval a tobbszintii
helyett

D. Teljesen sziikségtelenné teszi az utvalasztd protokollok hasznalatat az
adatkozponton beliil

44



PEKOMEHIOBAHI JKEPEJIA IHOOPMAIIII / AJANLOTT

SZAKIRODALOM

. Tanenbaum, A. S., Feamster, N., & Wetherall, D. (2020). Computer
Networks (6th ed., Global Edition). Pearson.

. Peterson, L. L., & Davie, B. S. (2021). Computer Networks (6th edn).
Morgan Kaufmann.

. Rojas-Cessa, R. (2023). Experiments on computer networks: Quickly
knowing the protocols in the TCP/IP Suite.

. Sen, J., & Mehtab, S. (2020). Preface: Computer and network security.

. 3agepeiiko O. B., Jlorinosa H. 1., Tonoknos A. A. (2022). Komn’totepHi
Mepexi (HaBYaIbHUN MTOCIOHUK).

. Zhurakovskyi, B. Yu., & Zeniv, 1. O. (2020). KoM’ roTepHi Mepexi.
Yacrtuna 1.

. bypos €. B., Mutnuk M. M. (2024). Komn'torepHi mepexi. [linpydHuxk.
Towm npyrui.

45



HABYAJIBHO-METOJANYHE BUJAHHSA

«KoMn’1orepni Mmepexi»
MeTOANYHi peKoMeHAaNLii 115 caMocTiifHOI podoTH
2025 p.

3aTBepaKeHO 0 BUKOPHUCTAaHHS Y HABUYAIHHOMY IPOIIEC]
Ha 3aciJaHHi Kadeapu MaTeMaTHKH Ta iHpopMaTUKH YHiBepcureTy Pakoni
(mpoToxoi Ne 4 Bix «28» mucromana 2025 poky)

Yknanaui:
Aoam JOPOBLI — PhD, noment kadenpum MateMaTukd Ta iHGOPMATHKH 3aKaprnaTChbKOTO
yropchkoro yHiBepcurtety imeHi @epenna Pakori I1.

3a 3MiCT METOJUYHUX BKa31BOK BiJIOBIIANBbHICTH HECYTh PO3POOHUKH.

Bunapaunrso: 3akapnarcekuii yropebkmii yHiBepeutety imeni ®@epenna Paxomi II (anpeca: .
Komryra 6, M. beperose, 90202. Enexrponna nomra: foiskola@kmf.uz.ua) Ceidoymeo npo enecennsa
cyb ’exma suoasHu4oi cnpasu 00 Jlepoicasnoz2o peecmpy u0asyis, 8UOMoBII08a4ie i po3n08cro0iCy8auis
suoasHu4oi npooykyii Cepia J[K _ 6i0 2025 poxy

Ipudt «Times new romany». Po3aMip CTOpiHOK METOIUIHUX BKa3iBOK: A4 (210x297Mm)

46



